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OLIIHIOBAHHS MIPOAYKTUBHOCTI I'BPUJIHUX KPUIITOI PA®IYHUX CXEM
ITPA BIIPOBAJI’KEHHI Y CUCTEMH 3 OBMEKEHUMH PECYPCAMHU B YMOBAX
KBAHTOBOI 3ATPO3H

Y crarri npegcrasieHo pe3ysibTati AOCTIIKEHHS MPOAYKTUBHOCTI [6puAHOI KPUIMTOrpagidHoI cxemy, OpieHTOBaHoi Ha
MIKDOKOHTDO/IEPHI CUCTEMU 3 OBMEXEHUMU PECYpcamu. 3aripOrOHOBaHa apXITeKTyPa MOEAHYE MOCTKBAHTOBUM anroputm Kybers12,
O BUKOPHCTOBYETLCS /15 38XULLEHOr0 OOMIHY K/II0HaMy, 3 TOTOKOBUM CUMETPUYHMUM Lmngpom ChaCha20-Poly1305, skwii 3a6e3nedye
LINDPYBAHHSI OCHOBHOIO [10TOKY AJamux. Peani3auito 34iMicHeHo Ha anapatHivi naargopmi STM32F407VGT6 g KepyBaHHAM
onepauiiHoi cucremn FreeRTOS 3 BUKOpUCTaHHSIM MexaHizmis DMA 1a RNG an1a ontumizauii o64ncieHs. Y Xo4i eKCrIEpUMEHTIB
[IPOBEAEHO OLIIHIOBaHHS Yacy BUKOHAHHS, EHEDrOCIIONUBAHHS, BUKOPUCTaHHS aMATi, MEPEXEBOI 3aTPUMKN Ta HaBaHTaXEHHS Ha
rpoyecop.

Pe3y/ibTatv  MpoAEMOHCTPYBa/M, IO [TOPMAHE CXeMa 3a6e3reyye [OCTKBAHTOBY CTWMIKICTb 6€3 CyTTeBOI BTpat
TIPOAYKTUBHOCTI, CEPEAHIM Yac OBPOGKY Makera CTaHoBUTbL 8475 MKC, CIIOXWBAHHS EHEprii — 6.89 MK, IO € rpuiHSTHUMU
rnapameTpamu 415 NpucTpoiB knacy STM32F4. 3pocTaHHs HaBaHTaxeHHS Ha CPU He nepesuiyye 53%, a 30/IbLIeHH MepexeBoi
3aTPUMKN € HEIHAYHMM. 3arPONOHOBAHE PIlLIEHHS MIATBEPANIIO CBOK EPEKTUBHICTL Y KOHTEKCTI 3aCTOCYBAHb, A€ BaX/IMBO AOCATHYTH
banaHcy MK BE3NEKOI0 Ta EHEPreTUHHOK EPEKTUBHICTIO, 30KPEMA Y CUCTEMaX TEIEMETPDI], MOHITOPUHIY [OBKI/IIS, EHEPrETUYHNUX Ta
MEANYHUX MPUCTPOSIX.

OTpuMaHi pe3y/ibTatu CBIA4YaThb Mpo AOUITLHICTb BIIPOBaAKEHHS IOPUAHUX KPUITTOrPaglidHux cxem y peasbHi BOyAoBaHI
cucTemy, a TaKoX CTBOPIOIOTE MMIAMNPYHTS 4U151 OAATBLINX SOCMKEHD 3AAIMTTUBHNX OCTKBAHTOBUX MPOTOKO/IB, 34ATHUX CAMOCTIVIHO
PEryIIoBaTVH KPUIMTOrPagphiyHe HaBaHTAaKEHHS 33/1EXHO Bif CTaHy PecypCiB rpUCTpOIO.

Kimo40Bi C/10Ba: OCTKBaHTOBAa Kpuntorpagis, ri6pugHa cxema, Kyber512, ChaCha20-Poly1305, STM32, FreeRTOS.
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EVALUATION OF THE PERFORMANCE OF HYBRID CRYPTOGRAPHIC
SCHEMES WHEN IMPLEMENTED IN SYSTEMS WITH LIMITED RESOURCES IN
CONDITIONS OF QUANTUM THREAT

This paper presents an experimental evaluation of a hybrid cryptographic scheme tailored for resource-constrained
embedded systems facing quantum threats. The scheme combines Kyber512, a post-quantum key exchange algorithm, with the
ChaCha20-Poly1305 stream cipher for secure, efficient data encryption.

Implementation was carried out on the STM32F407VGT6 microcontroller (ARM Cortex-M4, 168 MHz, 1 MB Flash, 192 KB
RAM) using FreeRTOS and the IWIP network stack for UDP transmission. Hardware features such as DMA and RNG were leveraged
to offload cryptographic processing and ensure high throughput, During initialization, Kyber512 is used to establish a secure symmetric
key, which is then applied in ChaCha20-Poly1305 for encryption and authentication of telemetry packets.

Performance was evaluated across key metrics: execution time, RAM/Flash usage, energy consumption, network delay, and
CPU load. Tests were conducted for three configurations.: ChaCha20-Poly1305 only, Kyber512 only, and the full hybrid scheme. Results
show the hybrid setup achieved 8475 s average execution time, 6.89 mJ energy per cycle, and moderate memory use (9376 bytes
RAM). CPU load did not exceed 53%, and network delay increased only slightly to 0.4 ms — acceptable for real-time applications.

The hybrid scheme ensures quantum-resistant key exchange with minimal performance loss in the main data flow. Post-
quantum operations are performed once per session, while the symmetric cipher handles continuous encryption efficiently. The design
proves suitable for low-power systems such as environmental monitoring, medical telemetry, and industrial IoT.

Future work includes testing on other platforms (ESP32-S3, RISC-V), integration with MQTT, LoRa, BLE, and exploration of
adaptive cryptographic scheduling and resilience to side-channel threats. The results highlight the feasibility of post-quantum hybrid
cryptography for embedded systems operating under strict resource constraints.

Keywords: post-quantum cryptography, hybrid scheme, Kyber512, ChaCha20-Poly1305, STM32, FreeRTOS.
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MNOCTAHOBKA INPOBJIEMMU Y 3AT'AJIBHOMY BUI'JIAAIL
TA 1i 3B’S130K 13 BAXKJIMBUMHW HAYKOBUMU YU IPAKTUYHUMU 3ABJAHHSMHU

IIBuakuii pO3BUTOK KBAaHTOBHX OOYHCIEHb CTAHOBUTH MOTEHLIHHY 3arpo3y Ml KIACHYHHX
KpUNTOrpaiyHUX ANTOPUTMIB, IO BHKOPUCTOBYIOTHCS IJIsi 3a0e3nedeHHs KOHQiAEHUIHHOCTI, ITICHOCTI Ta
ABTEHTHYHOCTI JaHuX y nudpoBux cucremax [1]. OcoOn1BO Bpa3IMBUMH 10 TAKUX 3arpo3 € CUCTEMH 3 00MEKEHHUMHU
pecypcami, 10 SIKMX HajexaTh BOyIOBaHI MpUCTPOi, ceHCOpHi By3nH loT-mepex, MoOuTbHI rutaTdopmu, NpucTpoi 3
CHEPTrOHE3AJICKHOID IaM’SITTI0, MIKpoKOHTposnepu Tomo [2]. Uepe3 oOMexeHY OOYHCIIOBAIBHY MOTYKHICTD,
HEBEJIMKY KITBKICTh ITaM’SITi Ta eHEPTOCIIOKUBAHHS BOHHU HE 3[1aTHI e()eKTHBHO BUKOHYBATH OOYHCIICHHS, ITOB’A3aHi
3 CyJaCHMMH IIOCTKBAaHTOBHUMH AITOPHTMAaMH, SIKi 3a3BHYai MAIOTh BUCOKY CKJIagHICTB [3].

VY nux ymoBax riOpumHi KpunrorpadiuHi cxeMu, M0 MOEIHYIOTh TOCTKBAHTOBI aJTOPUTMH 3 KIIACHIHUMH
CHUMETPUYHHMH a00 MOJICTIICHUMH METOJAMH, PO3IIIANAOTECS SK IEPCIIeKTHBHUI HaNpsM, 30aTHUI 3a0e31ednTH
30aaHCOBaHE CITIBBITHOIIEHHS MK O€3MEeKor0 Ta MNpoAyKTHBHICTIO. IlpoTe BHHMKae HaradpbHa mOTpeda B
JOCTIKeHHI e()eKTUBHOCTI TaKuX TiOpHIHUX CXEM caMe B KOHTEKCTI 0OMEXEHHX OOYMCIIOBAIBHUX CEpEIOBHIL,
OCKIJIbKM HaBiTh HE3HAuHE 30UIbIICHHS KPUNTOTPaivHOTO HAaBAaHTaXKEHHSI MOXKE MPHU3BECTH JI0 Jerpanaiii poooTu
CHCTEMH, ITiIBUIEHHS Yacy BiAryKy a00 HaJMipHOTO €HEProCIOKUBAHHSI.

CyuacHa HayKOBa CIIJIbHOTa 30CEPEDKYE YBary Ha CTaHAapTH3allli TOCTKBAHTOBUX allTOPUTMIB (30KpeMa, B
pamkax iHiniaTuu NIST PQC), ogHak HeloCTaTHBO YBaru MPUAUIETHCS TUTAHHAM iX NPAKTHYHOTO BIPOBAKEHHS
B pealibHi, pPeCypCHO-0OMexeHI MpUCTpoi. ICHye Takok OOMEKEHa KUIBKICTh EKCICPUMCHTAIBHUX OI[IHOK
e(peKTUBHOCTI I'OpUAHUX MIXO/IB 3 YpaXyBaHHIM OCOOJIMBOCTEH KOHKPETHHX anapaTHUX apXiTeKTyp (Hampukiaz,
STM32, ESP32), onepaniiiaux cepenosui (FreeRTOS, Zephyr) Ta mpoTokomnis 38’s3ky (LoRa, MQTT, BLE).

VY 3B’S3Ky 3 LUM B@XJIMBO 3IIMCHUTH NPOEKTYBAaHHS Ta CKCIICPUMEHTANbHY IEpeBipKy TiOpHIHUX
KpUnTorpadivHux cXeM, sKi OEJHYIOTh eJIEMEHTH IOCTKBAHTOBOT'O Ta CHMETPHYHOTO IN(PYBAHH 1 € IPHIATHUMHA
JUIsl BUKOPHCTAaHHSA y CHCTeMaX 3 OOMexeHHMH pecypcamu. OcoOiMBY yBary Ciill HPHIUTMTH OLIHIOBaHHIO
NPOAYKTUBHOCTI TAKHUX PIlICHh B YMOBaX pPEajbHOrO CEpelOBHINA 3 YpaxyBaHHSAM OOMEXEHb IOAO IaM’sTi,
004HCITIOBATILHOT OTY)KHOCTI Ta €HEPrOCIIOKUBAHHS. METOI0 OCIIIKSHHS € OLIHIOBaHHS €()eKTUBHOCTI FiOpHIHNX
KpunTorpadivHUX CXeM IpHU BIPOBAPKEHHI y BOYIO0BaHI 0OUUCIIOBaJIbHI CepeloBHIIa, 30KkpeMa Ha 6a3i STM32, B
YMOBaXx MOTEHLIHHUX KBAHTOBHX 3arpo3.

AHAJII3 TOCJIJI)KEHD TA ITYBJIKALIA

IIpobnemaruka cTifikocTi KpunrorpadivyHux 3aco0iB 10 KBAHTOBUX aTaK aKTUBHO TOCIIIKYETHCS BIIPOIOBIK
OCTaHHBOTO JecATWIITTA [4]. I3 3pocTaHHAM OOYMCIIOBAIILHUX MOKIJIMBOCTEH KBAaHTOBHX KOMII'IOTEPIB 3pocTae
PU3UK KOMIIPOMETAllii KIaCHYHHX anroputmiB, Takux sk RSA, DSA, ECDSA, mo 0a3yroThcs Ha 3amadax
(haxTopusamii abo oOUYHMCICHHS TUCKpeTHOTO Jorapudmy [5]. Y BiamoBinp Ha 1i BUKIHKH HamioHanmsHUIA iHCTUTYT
craagaptiB i1 TtexHonorii CIIIA (NIST) inHimifoBaB OaraTopiyHH{ TMpOIEC CTaHAAPTH3AMii MOCTKBAHTOBUX
KpunrorpadiyHuX ajaropuTMiB, y pamMkax skoro y 2022 poui Oymo oOpaHO TepIry XBHIIIO KaHAMIATIB, 30KpeMa
anroputMu Kyber (ms mudpysansst) Ta Dilithium (ms uudposoro miamuicy) [6].

YV HaykoBiii JliTepaTypi Bce YacTilie 3 IBJISIOTHCSA POOOTH, 1110 MPUCBSIUCHI BIPOBAKCHHIO MOCTKBAHTOBHUX
ITOPUTMIB y CHCTEMH 3 oOMexeHnMH pecypcamu. Tak, y [7] po3misiHyTO CKIIaIHOIII iMIIEMEHTAllii airOpUTMIB
cimerictBa CRYSTALS Ha mikpokonTtponepax ARM Cortex-M, 30kpeMa B KOHTEKCTI 0OMEKEHOT0 00CsATYy mam’siTi.
IHni nocniaauky [8] akeHTy0Th yBary Ha 3HauHOMY HaBaHTaxxeHHI Ha CPU nix yac peasnizaniii anropuTmiB Ha pemTi
BOYZOBaHUX CHCTEM, IO CTaBUTH ITiJ] CYMHIB MOKJIMBICTh 1X TIOBHOILIIHHOTO BUKOPUCTAHHS Y CEHCOPHHUX MepeKax.

OnmHuM i3 MiAXOAIB 70 3HIDKEHHS OOYMCIIOBAJIBHOTO HABAaHTAXEHHS € BUKOPHUCTAHHS TiOpUIHHUX
KpUnTorpaivHuX cXeM, sIKi KOMOIHYIOTh MOCTKBaHTOBiI anroputmu (Hampukian, Kyber, BIKE, NTRU) i3
cumerpruuHuMHu MetogaMu (AES, ChaCha20, Grain) abo mosiermeHUMH alropuTMamMu MH(GpPyBaHHS (HApHKIAL,
SPECK, PRESENT, GIFT). ¥V [9] nponemoHcTpoBano, mo moenHanHs Kyber512 3 AES-GCM no3Bossie 3Ha4HO
3MEHIIMTH Yac 0OpOOKHM JIaHMX IMOPIBHSHO 3 BUKIIOYHO ITOCTKBAHTOBHMM IIJXOJOM. AHAJIOTIYHI pe3ysbTaTd Oyiu
otrpumaHi y [10], xe omiHOBaNack NpoXyKTUBHICTH riOpuaHuXx cxeM Ha STM32F4 mis loT-monatkis, 3 aKIleHTOM Ha
aJanTUBHE MEPEeMHUKaHHA MK IIH(pyBaTsHUMHU OJI0KaMH 3aJI€KHO BiJl HOTOYHUX PECYPCHUX YMOB IIPUCTPOIO.

[TyOmikamii OCTaHHIX POKIB TaKOX TOPKAIOTHCS BIPOBAPKEHHS TAKMX CXEM y KOHTEKCTH PEalbHOTO
3acTocyBaHHA. 30KpeMa, y [11] mpoaHanizoBaHo eeKTUBHICTB TiOpuAHOTO MHU(PYBAaHHS B CHCTEMaX TeJIeMeTpii as
€HEeprOMOHITOPHHTY, a B [12] mocnimkeHO MOBEIiHKY TiOpHIHMX KpUOTOrpadidHUX MOIYJIB Yy PO3MOIUICHHX
MEINYHAX CEHCOpHHX cuctemax. Y [13] migkpeciaeHo morpedy B CTaHAAPTH30BAHUX KPHUTEPISIX OIIHIOBAHHS
e(eKTHBHOCTI TAaKUX CXEM — 3 ypaxXyBaHHSAM Yacy BUKOHAHHS, BUKOPUCTAHHS I1aM’SITi, CTIKOCTI 10 aTak CTOPOHHIX
KaHaJIiB Ta €HEePTrOCIOXHBAHHS.

BopHowac OinbLIiCTE HasiBHUX JIOCITIJDKEHb 30CEPEKYIOThCS ab0 Ha MaTeMaTHYHHX BIACTUBOCTAX
ITOPUTMIB, ab0 Ha 3arajJbHHUX apXITEKTYPHUX pILIEHHSX, TOMI SIK IMTaHHS PEaJbHOTO EKCHEPHMEHTAIBLHOTO
MOPIBHSHHSA T1IOPUIHUX CXEM Yy KOHKPETHHX allapaTHUX CEPeOBUILAX 3aJIMIIAETHCS BIAKPUTUM. Y I[bOMY KOHTEKCTI
HEJIOCTaTHHO BHBYCHUMHM 3aJMIIAIOTBCSA ACMEKTH iHTerpauii riOpuaHOro 3aXuCTy B CHUCTEMax 3 pealbHUMH
obmexeHHs MU — TakuMU ik STM32 a6o ESP32 — min kepyBanHsam FreeRTOS uu Zephyr, i3 BpaxyBaHHSIM 00MEXEHb
Ha TaKTOBY YaCTOTY, OOCST MaM’sITi i eHePTrOCTIOKUBAHHSI.
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BUKJIAL OCHOBHOI'O MATEPIAJIY

IopunHi kpuntorpadivyHi cXeMH, IO NOETHYIOTH KJIACHYHI CUMETPUYHI Ta IOCTKBAHTOBI aJTOPHTMH,
CTalOTh KJIFOYOBUM MiIXO/0OM JUIS 3aXUCTy JaHHX B YMOBaX O4YiKyBaHOTO 3pOCTaHHS OOYHUCIIOBAJIBHOI MOTY>KHOCTI
KBaHTOBHX MailuH [ 14]. V 3anponoHoBaHiii peasizaliii BHKOPUCTaHO KOMOIHAIIF0 CHMETPHYHOTO TOTOKOBOTO MUADPY
ChaCha20-Poly1305 Ta xpuntorpadidHoro aaropurmy Ha ocHOBI IpaTok Kyber512, sikuii npoimoB Tpetiit payHn
BinOopy B pamkax iHimiatiBu NIST PQC Ta pekomeH0BaHMiA 10 cTaHAapTH3ALIT 1UIsl Hijel 3a0e3neyeHHs CTiiiKoro
00Miny kirouamu [15].

Jlorika B3aeMonii ckiIamoBuX y Wi ribpuaHii cxemi mependadae, mo Kyber512 BukoprucToBy€eTHCS Ha eTami
iHimiamizamii 3'eqHaHHS U1 TeHepamii CIUIBPHOTO CHMETPHUYHOTO CEAHCOBOTO KIII0Ya, SKAH y MOJANBIIOMY
3actocoByeThes B ChaCha20-Poly1305 mst 3a6e3medeHHsT KOH(IACHIIIHHOCTI Ta aBTEHTHYHOCTI OCHOBHOTO TTOTOKY
nmannx. Taka moOymoBa TO3BOJISIE CYTTEBO 3MEHIIUTH OOYNCITIOBAIbEHE HAaBAaHTAXKECHHS Ha MPHUCTPil, OCKIJIBKH TOPOTi
3 0o0uHMCIIOBANEHOI TOYKH 30py omeparii Kyber BHUKOHYIOTBCS nWIne OAWH pa3 Ha IMOYATKy cecii, Tomi sK
BrucokomBuakicHIH ChaCha20-Poly1305 BHKOpHUCTOBYETHCS I TOTOKOBOTO IMIH(PYBAHHS.

VY KOHTEKCTI I[bOTO JOCIHI/DKEHHS CXeMa peai3oBaHa Ul 3aXUCTy TEJIEMETPHYHHMX JaHUX Y CEHCOpHIH
CHCTEMI MOHITOPHMHTY 3 mepeaadeto naHux nportokoiomM UDP wepes crex IwIP. 3axucr naHux 31iHCHIOETBCS Ha
TPaHCIIOPTHOMY piBHi, 0€3 BTpy4YaHHsS B MPHKJIAIHY JIOTIKY, HIIIXOM BOYJOBYBaHHs OJIOKY IIU(PYBaHHS y TLIKY
(dbopMyBaHHs TakeTa OE3MOCEPENHBO IMEpe] HOro BIANMPaBICHHAM y MepekeBuit crek. lle mo3moisie 30epertu
MPO30picTh peatizamii Ta 3MEHIIMTH PU3UKH KOHQIIIKTIB 3 IPOTOKOJIAMH BEpPXHBOTO piBHS. OCHOBHA LIIbOBA Ipymna
JMAHUX — MaKeTH po3MipoM Bifg 256 no 1024 Gaiir, 110 € TUMOBUM OOCSITOM y CHCTeMax Oe3lepepBHOrO 300py
€KOJIOTIYHHX, TEXHIYHUX a00 (i310JI0TIYHUX mapaMeTpiB.

Peamizamiss po3poOieHa 3 ypaxyBaHHSIM OOMEXEHb OOYNCIIOBANBHUX PECypCiB  MiKpOKOHTpOIEpa
STM32F407VGT6, 30kpema odMeskeHOTO 00csaTy oniepatuBHOI mam ’siTi (192 KB), oomexernoro obcsary Flash (1 MB),
BIZICYTHOCT] amapaTHOI MiIATPUMKH MMOCTKBAaHTOBUX OIEPALiif Ta KOPCTKUX BHMOT JO CHEProcHoKHBaHHA [16]. Y
3B’S3Ky 3 IIHM B apXiTEKTypy BIPOBAKCHO MeXaHi3MH Oydepusarii 3 BukopuctaHHAM DMA mns mepenmadi
3amm@ppoBaHuX OJIOKIB, a TAKOXK LUKIIYHI yepru Ha 0a3i SRAM anst eeKTHBHOTO PO3MOJUTY 3aBaHTAKEHHS MIXK
MOTOKaMH MM(PYBaHHS Ta 00OPOOKHU MAKETIB.

3aranbHa CTPYKTypa [o0YyA0BaHOTO KpUNTOTpadivHOr0 MOJIYJIS IIPEACTAaBICHA HAa PUCYHKY 1.
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Puc. 1 ApxirekTypa riopuanoi kpunrorpagiunoi cxemu 3 Bukopucrannam Kyber512 ta ChaCha20-Poly1305

Ha BepxHbOMYy piBHI peanizoBaHO iHiIiani3auiiHUI eTar, y MeKax SIKOro BiIOyBaeThcss OOMiH IMyOIiYHUMU
napaMeTpamMu Ta (OpPMYBaHHS CIUIBHOTO CHMETPUYHOIO KIII0Ya 3a JOIOMOIOI0 IIOCTKBAHTOBOTO AITOPUTMY
Kyber512. Jam me# xmod mepemaeTrbes y MoAyiab cuMmerpuunoro mmdpysanHs ChaCha20-Poly1305, skwit
3abe3neuye mmdpyBaHHS OCHOBHOTO TMOTOKY JNaHWUX Ta TeEpeBipKy ixHhoi aBTeHTH4HOCTI yepe3 Ter MAC. Ha
HUKHBOMY PIiBHI apXiTEKTypH pPO3MIIIEHO amapaTtHi pecypcu MikpokoHTposiepa STM32, 30kpemMa KOHTpPOJEp
npsMoro noctymy o mam’ati (DMA), renepatop BunaakoBux yucen (RNG) i Taiimepu, siki CHHXpOHI3YIOTh TIPOIIEC
mUQppPYBaHHS 3 MEPEKEIO.
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Iarerpamis miei apxitekrypu y cepenosumie FreeRTOS mo3Bomse 3a0e3neunTn mapajieibHe BHKOHAHHS
KpunTorpadivHUX omepauiidi i MepexeBUX 3ajay, IO IiJBHUIIYE NPOIYCKHY 3AaTHICTH CHCTEMH 0€3 iCTOTHOTO
3pOCTaHHs CIIOKMBaHHS eHeprii. Taka opranizamis Jae 3MOry MIHIMI3yBaTd 4Yac 3aTPUMKH IpH Hepenadi
TEJIEMETPUYHUX JaHUX 1 3a0e3MeUnTH IX 3aXUCT HaBITh y pa3i MOTEHLIHHOTO KOMIIPOMETYBAHHSI OKPEMHUX KaHalliB
3B 513Ky B yMOBaX KBaHTOBOI 3arpo3H.

st peanizanii riopuanoi kpuntorpadidHoi cxemu BUKOpUCTaHO anapaTHy miatdopmy STM32F407VGT6,
sika oOynoBaHa Ha 6a3i sapa ARM Cortex-M4 3 TakToBoro yacToToro 168 MI'w, o6csrom 1 Mb Flash-mam’siti Ta
192 Kb oneparuBroi mam’sari (SRAM). Bubip miei muardpopmu oOymMoBIeHHH ii ITHPOKAM 3aCTOCYBAaHHIM Y
MPUCTPOSIX 3 OOMEKEHHMH pecypcaMH, CTAOUTHPHOIO MiATPUMKOIO IHCTPYMEHTIB pO3pOOKH, a TaKOXX HasSBHICTIO
amapaTHUX MOAYIIB, Takux sk DMA-koHTponep, amapatHuii RNG, TaliMepn BHCOKOT TOYHOCTI Ta mepudepis amst
MepexeBoro iHTepdeiicy. Peamizamis mpoBommmacs y  cepemoBumi  STM32CubelDE, 3 BUKOpHCTaHHIM
STM32CubeMX st TeHepartii iHimiaTi3amiifHoTo KOmy.

IIporpamua peaizamis BKIIO9aia iHTErparlito 3 onepariitaoio cuctemoro FreeRTOS Ta MmepexeBrM cTekoM
IwlP, mo nosBonmuio 3abe3nednTH Oararo3agayHiCTh Ta MIATPUMKY TpaHcnoptHoro mpotokony UDP. Cucrtema
NpU3Ha4YeHa AJsl MepeAadi TeNeMETPUYHUX JaHuX (TeMIeparypH, BOJIOIOCTi, E€HEPrOCIIOKMBAHHS TOIO) Ha
BiJIajsieHu# By307 a00 0a30By crauiliro uepe3 inTepdeiic Ethernet. Ha piBHi npukiiagHoi goriku Bukopuctano C/C+t,
i3 3aiy4eHHsM anapatHux perictpiB i CMSIS-apaiiBepiB A onTHMizalii MpoayKTUBHOCTI.

I'iopunHa kpunrorpadiuyHa cxema peaiizoBaHa y BUrsiai okpemoro FreeRTOS-3aBnanHs, sike B3aEMOJI€ 3
Oydepamu TeleMETPUUHUX JaHUX depe3 yepru i cemadopu. Ha mepmioMy etari, i yac iHilfianizamii, BAKIHKAETCS
¢yskumis 3 6i6motexn PQClean, sika peamizye amroputm Kyber512. BoHa reHepye mapy kimodiB (myOmidHHN Ta
MpUBaTHUI) 1 iHimifOE Tporemypy OoOMiHY KIIOYaMH 3 BiIJaJCHOIO CTOpOHOI0. OTpHUMaHWI CeaHCOBHU KIFOY
30epiraeTbes y 3axuiieHiit oomacti mam’ati SRAM.

[Ticns BCTaHOBICHHS CHMETPUYHOTO KITF0Ya BUKIHKAaeThC Moayinb ChaCha20-Poly1305, peanizoBanuit Ha
ocHoBi 0i0mioteku TinyCrypt. [Jani 3 Oydepa 30uparotbcs y 010K po3Mipom 512 6alT, MUPPYIOTHCS 3 TOJABAHHIM
aBTeHTUIKaliiHOro Tery MAC, micis 4oro pesynbraT 30epiraeTbes y BuxigHomy Oydepi. s koxHOTro 00Ky
BUKOHYETHCS BaJTiallisl TOBKUHHM, TeHEpallis YHIKalbHOTO 96-0iTHOrO nonce (Ha ocHOBI Taiimepa TIM2) Ta KOHTPOJIb
IJTICHOCTI 33 JOTIOMOTOIO Tera.

[epenaua 3ammdpoBanux aanux BinOyBaethes uepe3 UDP, BukopuctoBytoun ¢yHkuii netconn write() 3
6i6miorexu IwIP. ITapanenbHo i3 mporiecoM mUdpyBaHHs JaHi nepenawTbes 10 DMA-KoHTposiepa, 10 JT03BOJISIE
MiHIMI3yBaTH HaBaHTa)KEHHs Ha MPOLECOP i 30UIBLIMTH MIPOIYCKHY 3JaTHICTb.

BaxnmBoro 0COONMUBICTIO € Te, M0 OOMIH KIIFOYaMH BHUKOHYETHCS JIMIIE OIWH pa3 IMpH CcTapTi cecii abo
nepe3aBaHTaKEHHI MpUCTporo. Hanmanmi BHUKOPUCTOBYETHCS BXKE BCTAHOBICHHMI CHMETPUYHHMN KIIFOY, SIKHA
OHOBIIIOETHCS 200 3a TaltMepoM, ab0 3a KUTBKICTIO IepelaHuX MaKeTiB.

Jist 00'€eKTHBHOTO OIIHIOBaHHS MPOIYKTUBHOCTI 3aIPOIIOHOBAHOI T10pUIHOT KpunTorpadiqaoi cxeMu 0yio
BU3HAYCHO KPUTHYHI METPUKH, PEICBAHTHUX JJIA BOYIOBAHHX CHCTEM 3 OOMEXKEHHM OOCSITOM Iam’siTi, HU3bKHM
SHeproOIOHKETOM 1 BUMOI'aMH J0 YaCOBOI YYTIHMBOCTI. JI0 TaKMX METPHUK HANIEKATh:

1. Yac BUKOHAHHSI OKPEMHUX KpUNTorpadiuHux omnepariii.
2. Crno)XMBaHHSI ONEPaTUBHOI I1aM’ATi.

3. EHeprocmnoxuBaHHsI 1Mij] 4ac KPUITOrpa(iyHOTO IHUKITY.
4. 3aTpuMKa B MepexeBiil mepeaadi 3ammppoBaHuX JaHHX.

VYci BUMipIOBaHHSA MPOBOIIUINCS Y peaJbHOMY dYaci 3 BUKopucTaHHAM ocinuiorpada Tektronix MDO3054
JUISl BUMIPIOBAHHSI €HEPrOCIIOKMBAHHS Yepe3 IIyHT Ha JiHii )KUBJICHHS, a TakoX BOymoBaHoro taiiMepa TIM2 s
BHUCOKOTOYHOTO OOYMCIIEHHS 4Yacy BHMKOHaHHsA. CIIOXHMBaHHS IaM’ATi aHaJi3yBaJocs Ha eTali KOMIUIALIT 3a
BuBogamMu kommiizaropa GCC, 3 po30uTTsIM 1o cerMenTax .text, .data ta .bss. Pe3ynbTaTi BUMiproBaHb y3araiabHEHO
y Tabumi 1. Yci TecTi NpoBOAMITMCS TIPH OJJTHAKOBHX yMOBax: kuBiieHHs 3.3 B, uacrora 168 MI'1, 6e3 30BHIIIHHOTO
HaBaHTAXXECHH Ha 1HIII epudepiiiHi MOy

Tabimns 1
PesyabTaTn npoayKTHBHOCTI KpunTorpagiuynux cxem Ha STM32F407VGT6
Kyber512 (o6min Tiopuana cxema
Tapaverp ChaCha20-Poly1305 yKJ‘llO'-lalSll/l) (KyberSplz + ChaCha20)

CepeaHiil Yac BUKOHAHHS, MKC 144 8347 8475

MaxkcuMalbHUN Yac, MKC 158 8412 8511

MiHiMaJIbHUH Yac, MKC 139 8281 8432

CnoxuBanust RAM, Gaiit 5568 8740 9376

CrnoxwuBanss Flash, 6aiit 9280 14064 17852

CrnoxxuBaHHs eHeprii, MJIx 0.74 6.21 6.89

MepexeBa 3aTpUMKa, MC 0.3 0.3 0.4

Hasanraxenns Ha CPU, % (FreeRTOS) 12 49 53

BuwmiproBanHs 3iiiCHIOBaIKCS HAa TPhOX KOH(DIryparisx kpunrorpadiaHoi 00poOKH:
1. ChaCha20-Poly1305 okpemo (6e3 0OMiHY KITFOYaMHu).
2. Kyber512 okpemMo (o1HOpa30Be BCTAHOBJICHHS KITIOYA).
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3. I6opunna cxema Kyber512 + ChaCha20-Poly1305 (moBHWMIA TaHIIOT).

Jlnst KOXKHOTO BUIAJKY 3/iiicHIOBasIOCs cepiiiHe TecTyBaHHs Ha 1000 makerax maHux po3mipom 512 Gaiit 3
(opMyBaHHSIM CepeTHHOT0, MiHIMAJILHOTO Ta MAaKCHMAJILHOTO Yacy BUKOHaHHs. Byio Takox 3a¢ikcoBaHO KUIBKICTh
kB CPU juist koxkHOT KpunrorpadivHoi oneparii 3 BAKOPUCTaHHAM BOY0BaHUX 3aco0iB TpacyBanHs ARM DWT
(Data Watchpoint and Trace).

SIK IeMOHCTPYIOTH pe3ynbTaTH, HaBedeHi y Tabumumi 1, riOpunHa xpunrorpadiuHa cxema Kyber512 +
ChaCha20-Poly1305 xapakTepu3yeTbcs BHIIMMH IOKa3HHMKaMH BHKOPUCTAHHS PECYpCIB IOPIBHSIHO 3 KIACHYHUM
CUMETPHYHIM IMU(PYBaHHAM, MPOTE BOHA 3a0e3Medye CTIMKICTh 10 KBAaHTOBHX aTak Ha eTami OOMiHy KJIIOYaMH,
30epiraroun mpy HFOMY IPUHHATHY IPOXYKTHBHICTH Ha €Talli MoTOKoBoTO mupyBaHHs. CepenHiit 4ac BUKOHAHHS
MOBHOTO LUKy Kpunrorpadidaoi oOpoOku y riOpuaHOMy BapiaHTi cTaHOBUTH 8475 Mkc, mo summe Ha 1.5%
MIEPEBUIYE AHAJOTIYHMHA TOKa3HUK UIA i30Jp0BaHOTO BHKOpHCTaHHS Kyber512, i Ha mopsmox Bummi 3a Hac,
HeoOXimHui A mudpyBaHHa TUTEKH 3a gonomororo ChaCha20-Poly1305. ITpoTte BapTo 3a3HaYuTH, IO OmEpamii
Kyber512 BukoHyIOTBCS JHIIE OTHOPA30BO — IIiJ Yac iHIIiamizamii — TOAl SK OCHOBHHH 00CAT MeperaHuX TaHUX
00pOOIISETHCS CHMETPUYHUM AJIITOPUTMOM i3 BUCOKOIO IIBUIKOJIIEIO.

Mo cTocyeThCcst BUKOPUCTAHHS ONEPATHBHOI ITaM’sITi, TO TibpuaHa cxema noTpedye 9376 Oaiit, mo Ha 1808
Oaiir Outeiie 3a Kyber512 1 ma 3808 Oaiir Ounbme mopiBHsHO 3 ChaCha20-Poly1305. 30inblueHHs mam’siTi
MOSICHIOETBCSL OJHOYACHUM 30€piraHHsAM KIIOYOBHX CTPYKTYpP JABOX KpUNTOrpadiuHUX alirOPUTMIB, a TaKOX
MOJATKOBUMHU OydepamMu Ijisl MOTOKOBOro mimdpyBanHs Ta aBreHTH(ikamii. [Tompu 1e, 3aranbHE CIOKHUBAHHS
nam’siti He nepesutinye 10 Kb, 1o € nonmyctuMum [yis MikpokoHTposiepis kiacy STM32F4,

OcobnuBy yBary BapTO 3BEpPHYTH Ha IIOKa3sHWKH EHEPTOCIIOXKHMBAaHHA. BHMIpIOBaHHSA 3a IOIOMOTOIO
ocumitorpada MpoaeMOHCTPYBAIH, IO TiOpHIHA cXeMa CIoXHBae 6.89 MiNiKOYIIIB HA MUK 0OpOOKH, IO JIMIIE Ha
0.68 M/l mepeBumye i30ap0BaHMit Bunagok Kyber512. BongHovac kiiacnyae cuMeTpudHe Mu(pyBaHHS MOTPeOye y
9 pasiB menme eneprii (0.74 mJIx), mpoTe He 3a0e3medye >KOJHOTO 3aXUCTY BiJ KBAHTOBHX aTaK. TaKUM YHHOM,
€HEepPreTUIHI BUTPATH TiIOPHIHOTO MiAXO0Y MIJKOM BHIIPABIAHI y KPUTHIHUX 3aCTOCYBAHHSAX, JI¢ Oe3MeKa CTOITh Ha
HepIIoMy MicIi.

MepexeBa 3aTpHMKa, sika BUMIPIOBAJIACh SIK PI3HHUIII MiXK MOMEHTOM iHiIiami3allii BiJIpaBKy MakeTa Ta
MOMEHTOM 3aBeplleHHs Horo ¢opmyBanhs, 3pocna 3 0.3 Mc (y knacuyHuX peanizanisx) g0 0.4 Mc y ribpugHoMy
BapiaHTi. Take 301IbLICHHS € HECYTTEBUM JJIsl OLIBIIOCTI CUCTEM TeJIeMEeTpii, e NPUIHATHUM BBAKAETHCA Aiana3oH
1o 1 mc. Ananoriuno, mikoBe HaBaHTtaxxenHs Ha CPU B cepenosuii FreeRTOS 3pocio 10 53%, 1110 BCe 111e 3auIiiae
pecypc /i1l BAKOHAaHHSI ITapajieJbHUX 3aBJjaHb, TAKUX SIK 00p0oOKa CEHCOPHUX JJaHUX, JIOTYBaHHS UM Niepeaya MakeTiB
Y BUCOKOTIPiIOPUTETHOMY KOHTEKCTI.

AHali3 HaBaHTa)XCHHS Ha IIPOILECOp ITOKa3aB, MO mpu cepiiiHoMy mmppyBanHi 1000 makeriB ribpumHa
cxeMa 3a0esredye CTaOUTbHY MPOAYKTHBHICTB, O€3 Merpanaliii cHCTeMHOi peakiii abo MepeBUIeHHS TaiM-ayTiB
3amad. [{pomy crpusie eeKkTHBHE PO3MOALICHHS OOpOOKH 3a JIOIMOMOTOK MexaHi3MiB IuraHyBaHHsA FreeRTOS, a
TaKoX BUKopHCcTaHHS DMA n1y1st BUBUIBHEHHS s7Ipa BiJl pyTHHHOI TIepeadi 0alTiB y MEepeKeBUH CTEK.

Oxpemo BapTo MiAKpecauTH, Mo HasBHiCTH Kyber512 y ckimazmi cucremMu KOIHMM YMHOM HE BIUIMBAE HA
KPUTUYHI IUISTHKY TIOTOKY J@aHUX Micisl iHimiamizamii. OTpuMaHuii cuMeTpuYHHuN Kitod 30epiraeTbesi B SRAM Tta
BUKOPHCTOBYETBCS IPOTATOM YCi€i cecii, a OHOBJICHHS KITIOYiB BUKOHYETHCSI JIUILE 32 IOAIEI0 — TAHMEPOM, PECTApTOM
MPUCTPOIO 200 MEPEeBUILEHHSIM BCTAHOBJIEHOTO MOPOTY KUIbKOCTI nmakeTiB. Lle 103Boiisie MiHIMI3yBaTH BUTpATH Ha
MOCTKBAHTOBI OOYMCIICHHS Ta BOJAHOYAC I'APaHTYBaTH 3aXMIICHICTh BiJl KBAHTOBUX 3arpo3 MpH 30epeKeHHI BUCOKOT
MIPOIYCKHO 3/JTaTHOCTI.

TakuM YMHOM, PE3yJbTaTH EKCIIEPUMEHTAJIBHOTO JIOCHI/PKEHHS CBiA4aTh MPO MPAKTUYHY NPHIATHICTH
3alpONOHOBAHOI TiOpuaHOI KpunrorpadiyHoi CXeMH I BIPOBA/UKEHHS Y pealbHI CHCTEMH 3 OOMEXCHHMH
pecypcamu. 3a yMOB TpaBHiIbHOI iHTerpanii y cepenounie FreeRTOS Ta rpamoTHOi opranizanii Oydepis mam’sri,
Taka cXeMma J03BOJIsiE 3a0e3NeYnTH Cy4acHHWH piBeHb Oe3neku 0e3 KPUTHYHOIO NOTIpPIIEHHS MPOJyKTHBHOCTI,
3aTPUMOK YM €HEPreTHYHOro npodiito cucreMu. BoHa € 0COOIMBO akTyaJbHOIO JUIS 3aCTOCYBAHHS B Tally3sx
€KOJIOTIYHOTO MOHITOPUHTY, EHEPreTUKHI, MEANIIMHY, iHAYCTpii 4.0, 1e 6e3nepepBHI 00MiH YyTIMBUMHU JaHUMHU Ma€e
BiOyBaTHCSA B yMOBaX HEBUCOKOTO €HEPTOOIOIKETY Ta OOMEKESHHX arapaTHUX PECypCiB.

BUCHOBKHU 3 JAHOTI'O JOCJIIAKEHHS
I MEPCHHEKTUBU MNOJAJIBIINX PO3BIAOK Y JAHOMY HAIIPSIMI

VY cTarTi 3ampoNOHOBAaHO Ta EKCHEPHUMEHTAIBHO IOCTKEHO TiOpuaHy KpunTorpadiduHy cxemy, fka
MOEHYE MTOCTKBaHTOBUH anroput™ Kyber512 mmst o6MiHy kimtogaMu Ta cuMeTpuaHui otokoBuit mudp ChaCha20-
Poly1305 mns mmdpysanHs ocHOBHOro Tpadiky. Peamizamisi opieHTOBaHa Ha MIKPOKOHTPOJIEpH 3 OOMEXEHHMH
pecypcamu, 30kpema STM32F407VGT6, i BpaxoBye OOMEXKCHHS INOAO OOCATY mam’sTi, OOYHCIIOBAIBHOT
MOTYXHOCTI Ta €HEPTrOCIIOKUBAHHSL.

[TpoBeneHi ekcriepiMEHTH 3aCBIUMIIM, 110 3aIPONIOHOBAHE pillIeHHs 3a0e31euye NOCTKBAaHTOBY CTIHKICTB
Ha eTari BCTaHOBJICHHs 3’ €JHAHHSI, HE TPU3BOJISYM JI0 ICTOTHOT Jierpajialiii BUAKO/IT 200 3pOCTaHHs HaBaHTaKEHHS
Ha cucTeMHI pecypeu. ['iOpuaHa cxema MpoaeMOHCTpyBajla NMPUHHATHI MOKa3HUKU 4acy BHKOHAHHS, CIIOKHBAHHS
eHeprii Ta 3aTpUMKH B MEpeXeBid mepemadi JaHWX, MO JO3BOJSIE 11 IHTETpaIlilo y peanbHi CEHCOPHI CHUCTEMH
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MoHiTopuHTy. 3actocyBaHHI FreeRTOS Tta amaparamx wmexanismMiB DMA i RNG 3abesmeumiio epeKTHBHY
OpraHi3awilo 004YHCIIeHb i PO3IIO/ILT HaBaHTAXXEHHs B YMOBaX 0araTo3aaayHocCTi.

[lepcnekTBM MOJNAIBIINX JOCHIKEHb MOJNATAIOTh y PO3LIMPEHHI EKCIepUMEHTaJIbHOI 0asu MUIIXOM
TECTyBaHHA CXeMHM Ha iHmMX ruiardopmax (Hampukian, ESP32-S3, RISC-V), agantaunii g0 iHOIMX HPOTOKOJIB
nepenaui nanux (MQTT, LoRa, BLE), nocnijkeHHi HOBEIiIHKM CHCTEMH B YMOBAaX aTak CTOPOHHIX KaHaJIB Ta OLIHII
CTIMKOCTI IO PI3HUX CIIEHAPIiB KOMIpOMeETalii KIo4iB. TakoX IOIUIEHO BHBYUTH MOXJIMBOCTI aJalTHBHOTO
KepyBaHHS KpUNTOrpadiyHUM HAaBaHTa)KCHHSAM 3aJISKHO BiJl IIOTOYHHMX PECYPCHUX YMOB HPHUCTPOIO Ta PO3POOUTH
MeXaHi3MH BiIHOBJICHHS KIIFOUiB y pa3i 3001B 3 ypaxyBaHHSIM BHMOT 10 O€3MeKH.

3 ypaxyBaHHSAM pe3yJbTaTiB POOOTH 3aIpPOIOHOBAHHMH MiAXix MOXe OyTH OCHOBOIO It (hOpMyBaHHS
YHiIBepCabHOT'0 KpUIITOTPa(igHOT0 MOIYIIS IS 3aXHCTy Yy TIANBHUX JaHUX B embedded-cucTeMax HOBOTO MOKOIiHHSA,
II0 MPAIOIOTh B YMOBAX IMOCTIHHO 3pOCTAl0|OTO PiBHS 3arpo3, BKIIOYAI0YH KBAHTOBI BUKIIHKH.
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