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CHUCTEMOJOTTYHUH IIIXIT 10 PO3CJIIAYBAHHSI KIGEPTHIU/JIEHTIB B
HOPMATHUBHO-IPABOBOMY 1OJII YKPAIHA TA MIZKHAPOJHHUX
CTAHIAPTIB IHOOPMALINHOI BE3IITEKH

LJOCTimKeHHs  MPUCBIYEHE KOMIIEKCHOMY aHasl3y OpraHi3auiviinx, MeTOLO/IOMNYHUX Ta TEXHO/IOMYHUX AaCrIeKTiB
PO3CTIiAYBaHHS KIOEPIHUMAEHTIB (DFIR) y AEDXaBHUX IHGODMALIMHIX CUCTEMAX Ta HA OO EKTax KPUTUYHOI iH@PacTpyKTypH, WO
QDYHKUIOHYIOTb B YMOBAX IHTEHCUBHUX ribpyaHmx 3arpo3. ObrpyHToBaHo, o DFIR BUKOHYE CTpateridyHy @yHKUIO, NEPETBOPIOOYNCH
HA MEXAHI3M 3a6E3MEYEHHS HALIIOHa/IbHOI KIGEPCTIVIKOCTI LL/ISXOM ITEPATUBHOIO 3acTocyBarHs mogesni NIST SP 800-61 Rev. 2 1a
sumor ISO/IEC 27035 14OAO yripas/iiHHS IHUMAEHTaMU Ta 36EPEXEHHS AOKA3IB. BUIHAYEHO KPUTUYHI TEXHOJIOMYHI IMIEPaTUBH.
BripoBamkerHs SIEM 1a UEBA, a Takox 060B'S3K0Ba IHTerpayis 3 niargopmamu obmiHy MISP. [lpoBeseHo KoMrapaTuBHm aHasi3
MDPKHAPOAHNX MOJENEN | JOBEJEHO OMTUMA/IbHICTL EPUAHOMO IMAX0AY A1 HALIOHA/IbHOI cucTemu. KpuTudHmi ornisg BusBuB
CUCTEMHI  AeDIUNTH  YKDAIHCLKOI MPaKTUKN. HU3bKWY pIBEHb aBTOMAaTU3AaLII MOHITOPUHIY, [HCTUTYLUMIHY @parMeHTaUilo O6MIHY
IHAUKaTOPaMu KOMIIPOMETALT Ta rocTpmi Aeqiunt gaxisuyis i3 LUMDPOBOI KPUMIHANICTUKY, Y 3BS3KY 3 LMM, 3a3rPOrIOHOBAHO
KOMII/IEKCHIUY, HTErPOBaHMI METOZ PO3C/ILYBAHHS, O NMEPEABAYAE YHIDIKALIHO MPOLERYP, IMIIEMEHTALIH0 ITEPUAHOI OpraHi3aLiviHoi
MogesNi Ta TEXHO/IOMYHE MOCHIIEHHS YEPE3 MOEAHAHHS aBTOMAaTU30BAaHUX IHCTPYMEHTIB arHanizy (SIEM, MISP) i3 ¢opmarizosaHmmm
MIPOLIERYPAMU PEAryBaHHS. Peasizalisi migxoqy KpMTUYHE 4/15 CKOPOYEHHS Yacy pO3C/AYBaHHS Ta MIABULLUEHHS CTIMKOCTI KDUTUYHOI
[H@PpacTpykTypy.

KImoYoBi CrioBa:; HOPMAaTUBHO-MPABOBE PErYJIIOBaHHS, IHQOpMaLiviHa 6e3rexa, Un@PpoBa KpUMIHANICTVIKE, PO3C/TIAYBaHHS
KIGEPIHLMAEHTIB.
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SYSTEMOLOGICAL APPROACH TO THE INVESTIGATION OF CYBER
INCIDENTS IN THE REGULATORY AND LEGAL FIELD OF UKRAINE AND
INTERNATIONAL INFORMATION SECURITY STANDARDS

This research provides a detailed and systemological analysis of the organizational, methodological, and technological
dimensions of Digital Forensics and Incident Response (DFIR) implementation within governmental information systems and critical
national infrastructure facilities. This operational domain is currently subjected to extreme pressure due to the intense and sustained
nature of hybrid threats. The paper fundamentally substantiates that DFIR transcends a purely technical or reactive function, fulfilling
a primary strategic role by transforming into a robust, cyclical mechanism essential for guaranteeing national cyber resilience and
ensuring state stability. This crucial transformation is meticulously examined through the lens of recognized international standards,
notably the four-phased model detailed in NIST SP 800-61 Rev. 2, and the stringent requirements of ISO/IEC 27035:2023 concerning
incident management and the legally verifiable preservation of digital evidence. Key technical imperatives for achieving effective
national response capabilities are clearly defined: these include the necessity for ubiquitous and consistent deployment of sophisticated
Security Information and Event Management (SIEM) and User and Entity Behavior Analytics (UEBA) systems. Furthermore, the
mandatory integration with specialized Threat Intelligence (TI) exchange platforms, such as the Malware Information Sharing Platform
(MISP), is identified as a non-negotiable condiition for achieving real-time threat synchronization and enabling coordinated containment
actions. A critical review of existing national practices in Ukraine revealed pervasive systemic deficiencies. These structural weaknesses
include a critically low level of monitoring automation, institutional fragmentation in the protocols for exchanging Indicators of
Compromise (IoC), and a significant deficit of highly qualified digital forensics specialists. In direct response to these profound systemic
shortcomings, a comprehensive, integrated cyber incident investigation methodology is formally proposed. Reinforcement is to be
achieved through the symbiotic combination of automated analytical tools (including SIEM, MISP, and advanced forensic suites) with
strictly formalized, standardized, and legally binding response and reporting procedures.

Keywords: regulatory and legal regulation, information security, digital forensics, cyber incident investigation.
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INOCTAHOBKA ITPOBJIEMH Y 3ATAJIBHOMY BHUIJISAAI
TA 1i 3B’5130K I3 BAXKJIMBUMUW HAYKOBUMHU YU IPAKTUYHUMU 3ABJIAHHSIMU

31 BCTYIOM CBITY B €MOXY TOTaJbHOI HU(POBI3aliil Ta MPHCKOpeHOT TpaHchopMallii Aep>KaBHOTO CEKTOPY,
Jie KPUTHYHO BaXUIMBI IOCIYTH INEPEHOCATHCS B OHJIAMH-CEpEeNOBUINE, KUIBKICTh, IHTEHCHBHICTh Ta CKIaJHICTh
KiOepiHITMIEHTIB MOCTIHHO 3pocTae, HaOyBaroyW 3arpo3nuBHX MacmTaliB. lle sBumie cTano r106aIBbHOIO
TEH/ICHITI€I0, IO BH3HAYCHA SK NPIOPUTETHHH BUKIMK U1 HaiOHAJNbHOI Oe3rexu. BiAmoBimHO m0 KITIOYOBHX
aHANITHYHUX 3BiTiB, 30KpeMa, 3BiTy Arenmii €Bpormeiicbkoro Coro3y 3 mutaHp kKibepOesneku ENISA [1], gitko
MIPOCTEKYEThCA KOHIEHTPAIliSI aTak Ha JKUTTEBO BAXKIMBUX CEKTOpaX EKOHOMIKH Ta JEP)KaBHOTO YIPAaBIIHHA. 3a
AHAMH 3BiTy, Ha KJIIOYOBI CYO'€KTH TOCIIONAPIOBAaHHS, SIKi OXOIUTIOIOTH JEp)KaBHE YIIPABIIHHS, TPAaHCHIOPTHY
JIOTICTHKY, TU(POBY iHPPACTPYKTYPY Ta TOCIYTH, GiHAHCOBHIA CEKTOP 1 IPOMHUCIIOBE BUPOOHHIITBO, IPHUITIAIAE TOHAT
mosioBuHa (53,7%) Bim 3arajbHOl KIIBKOCTI 3apeecTpOBAHUX IHIHUACHTIB. lle CBiquuTh Mpo Te, IO IUIAMHU
3JIOBMHUCHHKIB € Came Ti CHCTeMH, 30ii y poOOTi IKUX MOXKe CIIPUYMHUTH HaHOLIBIINKI coLiaNnbHIH Ta EKOHOMIYHUMA
e(eKT, 110 HalJacTiIIe pOOUTHCS 3 METOIO IIMUTYHCTBA, CKOHOMIYHOTO cab0Taxy uu JecTadimizarii.

VY BinNoBiAb Ha 110 cUCTeMHY 3arpo3y €Bponeiicbkuii Coro3 yxanus JupektuBy NIS2 npo 3axomu s
BUCOKOT0O criyibHOTO piBHS KibepOesneku B €C (EU Directive 2022/2555) [2], sika 3HAYHO NOCHJIIOE BUMOTH JIO
KiOEepCTIHKOCTI opraHizauiil y KIFOYOBUX CEKTOpaX, BBOJASYH KOPCTKI 3000B'I3aHHSI OO0 YIPABIiHHS PU3UKAMH Ta
3BITHOCTI Tpo iHOuAeHTH. Lleit HopMaTHBHHI aKT BimoOpaskae rio0aiibHE YCBIJOMJICHHS TOTO, IO KibepOesmeka
OiTbIIIe HE € JIUIIE TEXHIYHO0 MPOOJIEMOI0, a CTPaTeTiYHUM MUTAHHAM CTIHKOCTI JepyKaBH Ta CYCILITBCTBA.

B VkpaiHi, sika nepeOyBae il MOCTITHAM TiOpHIHIM THCKOM, IS 3aTPO3JIHBA TEHACHIS MiATBEPIKYETHCS
i HaOyBae ocoOmmBOi roctpoTu. 3BiTH J[epkaBHOI CIy)XOM CHEmiadbHOTO 3B’S3KYy Ta 3aXHCTy iH(opmarii
(Hepxcmemzs's3ky) [3] ta Komannnm pearyBanHs Ha KOMITtOTepHI Ham3BmdaiHi momii Ykpaimum CERT-UA [4]
(hIKCYIOTh HE MPOCTO KIUIbKICHE 3pOCTaHHS, a i SKICHY €BOJIOLII0 BOPOXKUX Kibeporepauiid. ATaku ctanu OuIbII
LJIECTIPSIMOBAHUMH, TPUBAJIMMH Ta CKJIQJHUMHU, YaCTO BUKOPUCTOBYIOTH KOMOIHAIlil0 BATOHYEHUX TaKTUK, TEXHIK 1
npoueayp (TTPs). [lo Hux HanekaTh MacoBi KaMIIaHil couianbHOI iHKeHepii Ta (IIIUHTY, HAIJIeHI Ha mepcoHal,
aTaKy Ha JIaHIIOT M I0CTauyaHHsI TPOrPaMHOro 3a0e3NeUYeHHsI Ta CEPBICIB ISl KOMIPOMETallii KIHIEBUX KOPUCTYBAuiB,
a4 TaKoXX 3aCTOCYBaHHS BHCOKOJECTPYKTMBHOTO IIKIIJIMBOTO IPOrpaMHOro 3a0e3nedyeHHs THUIy Wwiper —
crewLiali3oBaHiX IPOrpaM, METOI0 SIKMX € He BUKpaJEHHS, a MOBHE Ta HE3BOPOTHE 3HMIICHHS [aHUX, WO €
XapakTepHUM IHCTpyMeHTOM KiOepBiitHum [3]. OcoOnmBO 3pocia KiNBKICTh MIJICCIPIMOBAHUX aTak, sKi
KOHIICHTPYIOTBhCS Ha BIICEKOBUX 00’€KTaX Ta KPUTHYHIN iHOPACTPYKTYPi, MO MiATBEPIKYETHCS aKTHBHICTIO TaKUX
BiJOMHX pOCIHCHKUX yTpymnoBaHk, sk UAC-0184 i UAC-0200 [4], siki BUKOPUCTOBYIOTH KiOepIpocCTip sK mose 60t
Ut 300py po3BigyBaibHOI iHpOpMAIIil Ta TOpyIIeHHs (QYHKIIIOHYBaHHS CHCTEM.

VY TakoMy eKCcTpeMalbHOMY Ta MOCTIHHO MIHJIMBOMY KOHTEKCTI po3ciigyBaHHS KiOepinmmaentiB (Digital
Forensics and Incident Response — DFIR) crae He mpocTo (yHKIi€0, a KPUTHYHUM, HE3aMiHHUM EIIEMEHTOM
nepxaBHOT KiGepbesmexkn. MOro poiab BHXOMMTB JAleKO 3a MEXi 3BHYAMHOIO yCyHEHHS HACITiAKIB TOmii Ta
BIZIHOBJICHHS NPAIe3IaTHOCTI cucTeM. Po3ciinyBaHHs € €MHUM HaJiiHHUM MEXaHi3MOM, 110 Mae 3abe3nevyBaTH
HAKOMMYEHHS SIKICHUX IU(PPOBHX JIOKA3IB i3 TOTPUMAaHHM JlaHiora 3oepesxxenns (chain of custody), HeoOXiHUX JIst
BCTAaHOBJICHHSI FOPUAMYHOT BiJITIOBIIAJILHOCTI.

AHAJII3 TOCJIJI)KEHDb TA YBJIKAIIA

CucremMaTn30BaHi JI0Ka3H KiOEp3JIOUMHIB JO3BOJIIOTH MPOBECTH TIIMOOKUH aHAII3 MEPIIONPHYNH IHIUACHTY
(Root Cause Analysis), mo Bkmo4ae igeHTH(IKalil0 MoyatkoBoi Toukn npoHukHeHHs (Initial Access), anaii3
IHCTPYMEHTIB, I1J0 BUKOPHUCTOBYBAIIMCS 3JI0BMUCHHKOM, Ta BUSIBJICHHS IPUXOBAHHUX TOUOK 3akpiruienHs (Persistence) [5,6].

Otpumani faHi 103BOJSIOTE chopMyBaTH AeTanbHui npodink 3arpo3 (Threat Profile), sikuit € ocHoBOIO 1151
CTpaTeriyHoro IUIaHyBaHHsA 3axucry [7]. daxiBli BUKOPUCTOBYIOTH PE3YJIBTATH PO3CIiAyBaHHS I PO3YMiHHS
TakTUK, TexHiK i npoueayp (TTPs), ski BUKOPHCTOBYIOTH BOPOXi TPyIH, Ta IXHIX KiHIEBUX IiJIeH, IO TO3BOJIIE
MIPOAKTHBHO PO3POOISATH Ta BIIPOBAKYBATH 3aX0/1 3aII00iraHHs NOAIOHMM IHIMAEHTaM y MaitOyTHROMY [7,8].

B amamitnaHOMY 3BiTI AMpEKTOpa 3 KOPIIOPAaTHBHOIO Ta OPEHIOBOTO MapKeTHHTY KibepbOesmekn Xage
Security [9] HaBemeHO OIS peabHUX IHIUACHTIB, IO ITIOCTPYIOTH €BOMIOINiI0 BekTopiB atak Ha KI. Cepen HHX
BHSIBJICHHS TPHOX HYJIBOBHUX Bpa3imBocTell y mpoaykrax Cisco, Bizomux sk ArcaneDoor, siki OyiTu BUKOpPHCTaHI I
koMmmpomerartii [T-cuctem. Takox HarononryeThes Ha mosBi mkiamuBoro I13 FrostyGoop, criernianbHo po3po0iieHoro
Juisl ekcrutyaranii nporokosry Modbus B cepemosumax ICS. Lli mpukimagu npsiMo BKasylOTh Ha HEOOXIiJIHICTBH
(OpEeH3UKH, aJaNTOBAaHOI J0 MPOMMCIOBHX IIPOTOKOJIB, 1[0 BUMAarae crneuu@iuHuX 3HaHb Ta IHCTPYMEHTIB JUIA
PpO3CITiTyBaHHS.

Cy4acHi HayKOBi JIOCITI/DKEHHS B Taiy3l HU(POBOi KPUMIHAIICTUKU JNEP)KAaBHOTO CEKTOPY Ta KPUTHUYHOI
inppactpykrypu (KI) 30cepemkeni Ha TppOX KIIOYOBUX HampsiMkax: aBromaTnsanis DFIR-npouecis 3a nonomororo
LITYYHOT'O IHTENEKTY, po3poOka Mozenel criiikocti KI 1o mipoBUX arak Ta yAOCKOHAJICHHS METONIB YIpaBJIiHHA
IHITUICHTaMU B YMOBaXx TIOpHIIHUX 3arpo3.
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[TyOmikamii ocTaHHIX POKIB, 0COOIMBO YKPaiHCHKUX Ta €BPOICHCHKUX aBTOPIB, MICTATH IMOTYKHUAN aKIEHT
Ha kibepcrilikocti Ta nporuaii aepxkaBHuM (APT) arakam. Y po6Goti [10] po3pobneHo iHHOBaIiiHYy, KepoBaHY
JAaHUMH MOJEJb KiOepCTIHKOCTI, MpU3HaYeHy Ui OLHKM Ta MifBHINeHHs 31artHocTi KI BimHOBIrOBaTHCS micis
Kibeparak. ABTOpH IiJKPECIIOIOTh, IO y BIANOBIIb HA CKIAJHICTh 3arpo3, 3aXUCT 1 BIIHOBJIEHHS CTalOTh
HEBIIKJIAJITHUMU MTOTPeOaMH, a CTIHKICTh BUMIPIOETHCS HE JIUINIE 3aMO0IraHHSM, ajic W IBUAKICTIO Ta MOBHOTOIO
BiJHOBJICHHS.

Hocnimxenns [11] BinzHavae, mo 3arpo3u KI mocuniorotbes uepes ckiiaHi aTaku Ha JaHIIOTY TOCTavyaHHs,
comiaNbHy 1HXEHEpilo Ta BUKOPUCTAHHS HYJIHOBHUX BPa3MHBOCTeH. BOHM BHCTYIalOTh 3a MOCHIICHHS CITIBIIPALl MiXK
JIepKaBHAM 1 IPUBAaTHAM CEKTOPaMH Ta BIIPOBAKCHHS apxiTeKTyp Zero Trust ams miniMizanii pusuky. Pobora [12]
KOHKpPETH3y€ IIi BUKIMKH, 3a3HAYAI0UM, M0 Cy9YacHI 3arpo3M BkKe HE OOMEXKYIOThCS BipycaMu 9d (IiIIMHTOM, a
BKJIFOYArOTh AepkaBHI APT-ataku, o0 BUKOPUCTOBYIOTh MPUXOBAHI Ta BUCOKOCKIIAIHI METOAM IJIsl IPOHUKHEHHS B
Mepexi Ta caboTaxy, o poOUTh PO3CIiTyBaHHS HabaraTo CKIaTHIMINM.

B pob6oti [13] aBTOpamMu akIeHTOBaHO yBary Ha HEOOXiTHOCTI KOMIUIEKCHOTO aHAlli3y PH3HKIB. ABTOPH
dhopmyror0Th Mok 3arpo3 it K, BUAUIA0YM Tpiady OCHOBHUX il JJIS 3aXUCTY: BIPOBAPKCHHS €(hEKTUBHHUX
3ax0/1iB O€3IeKH, PeryJsipHUI MOHITOPHHT MEPEX Ta HABYAHHS [IEPCOHATY.

VY konrekcri K, ne BaxxiuBa He JHIIe MBUAKICTD, ajle W TOYHICTb, NocHipkeHHs [ 14] mpononye riopuaHi
ITOPUTMHU MAIIMHHOTO HAaBYaHHS JUISi MPOAKTUBHOIO IOIIYKY 3arpo3. ABTOpH BHUKOPHCTOBYIOTh peallbHi AaHi 3
BIAKPUTHX JDKEpe, IO IMITYIOTh aHoMallii B OaHKiBcbkuX Tpan3akuisx ta SWIFT-arakax (Tunosi mis ¢iHancoBoi
KI), noBonsum, mio ribpuani Mozaeni eQpeKTUBHILI y BUSBICHHI aHOMaJIH y MOTOKAaxX JaHUX y pealbHOMY Yaci.

Huzka pocmimkeHp MiAKPECTIOE HEOOXIMHICTH aBTOMATH3amii eTamiB IH(POBOI KPUMIHANICTHKH Ta
pearyBanHs Ha iHnumaentu (DFIR) wepes 3pocrarounmii oOcsaT JaHWX Ta MIBHUAKICTH CydacHHX aTak. Y poboti [15]
aHAJI3y€ETHCS 1HTETpalis MAIIHHHOTO HaBYaHHA Ta poOoTH30BaHOI aBToMarm3aii npoueciB (RPA) y DFIR-po6oui
npouecH. ABTOPH CTBEP/UKYIOTh, mo pydHi DFIR-mponecn € 3aHanTo pecypcoOMICTKHMH Ta MOBITBHUMH IS
pearyBaHHS Ha Cy4acHi aIalTHBHI 3arpo3u (HalpuKial, MoJiMOpGHMI 3TOBMUCHNH KOA). 3aCTOCYBaHHS IITYYHOTO
inrenekry (ILI) npomonyerbes ans aBromaru3zanii 300py /0Ka3iB, po3mi3HaBaHHS MAaTEPHIB aTak Ta NPUCKOPEHHS
YacOBUX 3aTPUMOK, SKi BHHUKAIOTh MiJi 4ac PYyYHOro aHaji3y >xypHaimiB. [TogiOHI BHCHOBKHM MICTATBCS 1 B
nociimkenHi [16], ne minkpecmoersest, mo I 3maten tpancdopmyBatn DFIR 3 peakTHBHOTO mnpouecy Ha
MPOAKTHUBHY, IHTEJIEKTYaIbHY CUCTEMY 0€3MepepBHOIO 3aXHCTY.

Oco0sMBa yBara NPHIIISETHCS MOJEIIOBAHHIO 3arpo3 Ta YNPABIIHHIO IHIMICGHTAMH, 3BaXKalOYH Ha
VHIKaJIbHY CKJIAaIHICTh omepaiiinux texuosoriii (OT) ta cuctem mpomuciaoBoro koutpomto (ICS). V crarri [17]
MPOTIOHYEThC MeTo yrpaBmiHHs [T-iHmuaenTamMmu B 00'ektax KputudHOI iHpOpManiitHoi iHdpacTpykrypu (KII).
Meton kom6inye Monenb 3arpo3 STRIDE 3 meromomnoriero 6araTokputepianbHOro npuitHATTA pimers TODIM, mo
JIO3BOJISIE CHCTEMAaTHYHO 1ICHTHU(IKYBaTH, OLHIOBATH Ta NMPIOPUTHU3YBAaTH 3arpo3d 3 YPaxyBaHHSIM KPHUTHYHOCTI
o0'extiB KII. EkcriepuMeHTambHa Baiallis moka3ana, Mo TaKuH Imiaxia cyTTeBo nokpamrye oesmeky KII 3a paxyHOK
CHUCTEMATHYHOI IIPIOPUTH3AIIIT PH3HKIB.

[IpoanamnizoBani myOIiKaIii JEeMOHCTPYIOTh 3aralbHOCBITOBY TEHACHINIO IO TIEPEXOTy BiJl PEaKTUBHUX JIO
NPOAaKTUBHUX CTpaTerii 3axucty. HaykoBa cmijbHOTA YiTKO 3a3Havae, IO BUSBJICHHS Ta PO3CIiIyBaHHS aTaKk Ha
nepxaBHi oprann Ta Kl Bumarae mnapaaurmaneHoro 3cyBy Bin TpaguuiiiHoi IT-Oe3mexku 10 amanTUBHHX,
aBTOMaTH30BaHMX Ta riopuanux DFIR-cucTeM, 31aTHUX MpaloBaTi B yMOBaxX BHCOKOI BOJATHUIIBHOCTI, CKJIQJIHOCTI
Ta MOCTIHHOIO Te€ONOIITHYHOTO TUCKY.

®OPMYJIOBAHHSA HIJIEA CTATTI
MeTto10 po6oTH €: HOpMYITIOBAHHS KOHIENTYaIbHHUX ITOJIOKEHb METOJly PO3CIiJyBaHHS KiOepiHIINACHTIB,
OpIEHTOBAHOTO JUIS 3aCTOCOBYBAaHHS Ha 00 €KTaX KPUTHYHOI iHPpacTpyKTypn YKpaiHM 3 ypaxyBaHHSM BHMOT
YHHHOT'O JIEP>KaBHOT'O 3aKOHO/IaBCTBA T4 MDKHAPOIHHUX PETYJIIOI0UNX JIOKYMEHTIB.

BUKJIAJL OCHOBHOI'O MATEPIAJTY
IIpasoBi i opranizauiiini acnekTH BUSIBJIEHHS Ta PO3CJiAyBaHHS aTaK HA 00’ €KTH KPUTHYHOI
indgpacTpykTypn

CrBopeHHs Ta (YHKIIOHAJIbHA CTIMKICTh HAIIOHAIFHUX CHCTEM pearyBaHHA Ha KiOEpIHIMACHTH Ta
MEXaHi3MiB 0e3MepepBHOTO MOHITOPUHTY € HE MPOCTO TEXHIYHOIO BUMOTOIO, a CTPATETIYHOI0 YMOBOIO 3a0€3MEeUCHHS
HaIloHATBHOI KibepcTifiKocTi Ta QyHKIIOHATBHOI IIUTICHOCTI AepkaBHUX iHpopMamiitHuXx cucteM. HemoTpumanus
HOPMaTHBHO-TIPABOBHX Ta TEXHIYHMX BHUMOT, SIKI PErNIaMEHTYIOThCSI 3aKOHO/IAaBCTBOM YKpaiHH, CTBOPIOE CUCTEMHI
BPa3JMBOCTI, IO CTaBJATH MiJ 3arpo3y HE JIMIIE JUCKPETHI OpraHizaiii, aje W yCIO CTPYKTYypYy AEp’KaBHOTO
YIpaBIIiHHS.

VY 1Mx yMoBax po3ciliyBaHHS KiOEpiHLMICHTIB BiJirpae KJIIOYOBY i, BOJHOYAC, NTOBIIHY POJIb: TAKTHYHY
Ta crpareriuny. Ha TakTMuHOMY piBHI HAETbCS IIPO ONEpPATUBHY JIIKBIJAlLil0 HACII/AKIB aTakW Ta BiJHOBIICHHS
¢ynkuionansaocti. Ha crpareriunomy piBai DFIR € equnuM MexaHi3mMoMm aist 300py MOCTOBIpHUX LU(POBUX
JIOKa3iB, BCTAHOBJICHHS! KOPEHEBHX MPUYMH IO/Ii1, BA3HAYCHHS XapaKTEPHUX O3HAK 3arpo3 Ta po3poOKH aIanTHBHUX
3aX0/IiB 3aN00ITaHHS CXOKUM THIIMIEHTaM Y MaHOyTHBOMY.
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BasoBe KoHIENTyadpbHE BHW3HAYCHHS IHOWACHTY iH(opMariiiHoi Oe3mekn HagaeTbes MDKHAPOIHUM
crargaptoM ISO/IEC 27035:2023 [18]. Lleit mokyMeHT BH3HAYA€E IHIUACHT K MO0 a00 HU3KY MOB’A3aHUX MOJIH,
SKi CTaHOBJSTH pealbHy a0o TOTEHWIHHY 3arpody Uil KOHQIAEHIIHHOCTI, LUIICHOCTI YH JOCTYITHOCTI
iHpopmaniinux pecypciB (C-I-A Triad). Ha npaxTumi ne oxorunoe Oy/b-sKy aHOMalbHY CHTYallilo, 0 BUMarae
HeraiHoi, perinaMeHTOBaHol peakiii 3 00Ky YHOBHOBa)XEHHX CY0’ €KTIB.

®dyHIaMeHTaNbHOI0 METO0JIOTYHOI0 OCHOBOIO JIJIsl OpraHizalii nporecy pearyBanHst € KepiBHHITBO 110710
00poOKM 1HIMIEHTIB KOMI'IOTepHOi Oe3nexy HamionanbHoro iHCTHTYTY cTanaaptiB i TexHosorid CIIIA NIST SP
800-61 Rev. 2 [19]. Lleit cranmapT BCTaHOBIIOE HUKIIYHY, YOTHpH(DA3HY MOJEINb, KA ITIKPECIIOE iTepaTHBHUN
XapakTep MPOIECy PO3CIIiAyBaHHS:

— ®a3a 1: migroroBka (Preparation) — cTBOpeHHsI IHCTHUTYIIHHOI Ta TEXHIYHOI 0a3w;

— ®aza 2: BussieHHs i anani3 (Detection and Analysis) — ineHTudikamis Ta Bepudikamis iHIUICHTY;

— ®a3a 3: pearyBaHHs, CTpUMyBaHHA (i301Amis), JikBigamis Ta BimHOBIeHHS (Containment, Eradication,
and Recovery) — 0OMeXeHHS MIKOIM Ta TOBEPHEHHS 0 HOPMaIbHOI poOOTH;

— @aza 4: nii micns 3aBepiueHHs iHmuneHty (Post-Incident Activity) — aHasi3 ypokiB Ta BJOCKOHAJICHHSI.

Taxuii migxia TpaHcopMye po3CiiJyBaHHS 3 PEaKTHBHOTO IHCTPYMEHTY Ha (h)yHAaMEHTaJIbHUH KOMIIOHEHT
KibepcTiiKocTi, 3a0e3neuytoun Oe3nepepBHe HABYaHHS CUCTEMH Ta 11 aJanTaiilo 10 AMHAMIKK Kibep3arpos.

[epua ¢a3a 3ocepemxera Ha CTBOPEeHHI (opmaitizoBaHOi apXiTeKTypu pearyBaHHs. DOpMyeEThCS KOMaH A
pearyBanns Ha iHnuaeHTH (CSIRT), sika oTpuMye 4iTKUi MaHAAT, MPOMUCYIOTHCS MOJITUKY O€3MEeKH, BU3HAYAIOTHCS
npaBuia pobotu 3 iHnuaeHtamu (SOP) Ta CTBOPIOIOTBCS KaHAIM KPWU30BOI KOMYHiKamii — sIK BHYTpIIIHI, Tak i
30BHIIIHI. 3 TEXHIYHOTO MOTIIY, KPUTHYHOIO € TTI0OyAoBa iHGQpacTpyKTypH ¢ikcaril moaiii 6e3meKy, Mo BKIYae
30ip JKypHAiB CHCTEMHHX MOIill, MepexkeBoro Tpadiky Ta ayTeHTH]ikamiianx moxind [19,20]. s ¢asa takox
BKJIIOYa€ NPOAKTUBHY IISUTbHICTD, TAKY SIK IMOIIYK NPUXOBAHMX 3arpo3 Ta CTBOPSHHS BUCOKOTOYHUX 00pa3iB cucteM
(forensic images) TS MBHIIOTO BiTHOBJICHHS.

V (¢a3i BuABNEHHA Ta aHAi3y AJS ONEPATUBHOTO BUSBIICHHS IHIMJICHTIB 3aCTOCOBYETHCS IEHTPATi30BaHa
arperatist JIOTiB Ta Moxii. 3a3Buyaid, sl IbOTO BUKOPUCTOBYIOThCS Iuiardopmu Security Information and Event
Management (SIEM), taki sk Wazuh abo ELK Stack. 11i cuctemu 3a6e3mneuyroTts 30ip, HOpMai3alliio, arperaiiio Ta
KOpEJISILI0 BEJIMYEe3HUX OOCSTIB JaHHMX, NEPEeTBOPIOIOYM PO3Pi3HEHI CHUCTEMHI IOBIJOMIICHHS Ha OCMHCIICHI
IHIIUJCHTH.

KirouoBuM 3aBIaHHSAM 1BOTo eramy € igeHTH(dikaiis iHAMKaTopiB KoMmnpomertauil. Lle MoxyTh OyTH
HE3BMYHI CHpoOM BXOAYy, MiJIO3pLTI MEpEeXeBl aKTUBHOCTI, MaHimynsiuii 3 BaxkiauBuMH (aiilaMu 4u 3amyck
aHOMaJIbHUX TIpolieciB. [ist migBHUIIEeHHs e(eKTUBHOCTI BUSBIICHHS 3aCTOCOBYIOTHCS Taki nepenoBi Meroauku [20]:

— aHaJi3 MoBeiHKM KopucTyBadiB Ta cytHocTel (User and Entity Behavior Analytics, UEBA);

— cucteMu BusBIeHHsS BropraeHs (IDS/IPS);

— MamwuHHe HaB9aHHA (ML) Ta mryanuii inrenekt (Al).

AHaIi3 TOBEIHKH KOPHUCTYBaYiB Ta CYTHOCTEH 3aCTOCOBYETHCS JUIS USBJICHHS aHOMAIH, SIKi Bl XSO THCS
BiJl BCTaHOBJICHUX 0a30BHX JiHIH HOPMaIBHOI TOBEMIHKH (HANPUKIAT, HE3BHYHUN dYac JOCTYmy YU oOcCsT
3aBaHTa)XeHHX JaHux). CHCTeMH BUSBIICHHS BTOPTHEHb 3/IHCHIOIOTh MOHITOPHHI MepexkeBoro Tpadiky Ha OCHOBI
curHatyp abo aHomanii. MammnHe HaB4aHHs Ta LIl BUKOPHCTOBYIOThCS JUIsS aBTOMaTH4YHOI Kiacudikamii momii,
BUsiBJIeHHs1 Zero-Day arak Ta 3MEHIIEHHS KUIBKOCTI XUOHHUX CHPallbOBYBaHb TOIIIO.

Etan pearyBaHHs, CTpUMYBaHHs, JIKBialii Ta BiIHOBJCHHS € HAWOUIBII KPUTUYHUM Y YaCOBOMY BHMIPI.
Moro ronoBHa MeTa — IPUITMHATH HOMIMPEHHS ATAKH, 3MEHILINTH if HACITi/IKH Ta TIOBEPHYTH CHCTEMY JI0 HOPMAIbHOIO
pexxumy podoTr. CTpUMYBaHHS BKITFOYAE 130JIAIIIF0 TOMIKOHKEHUX CHCTEM IUIIXOM IX BIIKITFOUCHHS Bill MEpexi abo
3aCTOCYBaHHS MIKpOCEIMEHTAIII1 /Il 0OMEKEeHHS JIaTepaIbHOTO PyXy 3JI0BMHUCHUKA. JIiKBifalis BumMarae riimboKkoro
(OpEH3NYHOT0 aHaNi3y /Il BUJAJICHHS BCIX NMPUXOBAaHUX OEKAOpIB, IWIKiAIMBHX (ailliB Ta Moxudikamiil, BHECEHUX
3JI0BMHCHHUKOM. BiZTHOBNIEHHS 6a3yeThCs Ha NepeBiplli Ta po3ropTaHHi KpUNTorpadivHo YMUCTUX pe3epBHUX KOIiH Ta
BCTaHOBJICHHI OHOBJICHb.

VY MiKHapOJHOMY ITOCBiJIi IIeH MPOIeC MOCHIIIOETHCS IHTETpallieto 3 miatdpopMamMu 0OMiHY iH(pOpMAIIi€0
mpo 3arpo3u, TakuMu sk MISP (Malware Information Sharing Platform) [21]. Lle mo3Bossie KOMaHgaM OIIEPaTUBHO
obMmiHtoBaTHCA iHAMKaTopamu Kommpomertanii (IoC), mo 3Ha4HO MiABHINYE HIIBUAKICTH 1 TOYHICTH imeHTH(ikamii
MIPUPOM 3aTrpo3u. Y JEp:KaBHUX CTPYKTypax YKpaiHU IeH mporiec 000B’I3KOBO PETIIAMEHTYETHCS 3aTBEPIKCHUMHU
MOJITUKAMU pearyBaHHS Ta Y3TOJDKYETbCs 3 opraHaMu Jlep:kaBHOT CiIy)KOW CHEHiaIbHOrO 3B’SI3KY Ta 3aXHUCTY
indopmanii (ICC33I) [3,21].

Ha ¢dinansrOoMy etami (a3za misIpHOCTI MiCHs IHIUAEHTY) MPOBOJUTHCS NETAJbHUN aHANI3 NEPIIONPUINH
(RCA) s BusBneHHs (yHAaMEHTAIbHMX NPOTAlMH, SKi JO3BOJMIM IHLIWAEHTY CTaTHcsa. Pesymbratom €
(opMyBaHHS TEXHIYHOrO 3BITY, OIIIHKa €(EeKTUBHOCTI 3aCTOCOBAaHMX 3aXOJiB pearyBaHHs Ta po3poOKa
OoOIpyHTOBaHMX pEKOMEHMALIl Jull YHHMKHEHHS NoAiOHMX BunankiB. KimowoBuM enementoM 1iei dasu €
3a0e3neueH sl I0pUANYHOI 3Hauymmocti 3i0panux apredaxtiB. Cranmapr ISO/IEC 27035-3:2020 [22] Ta BUMOTH
1 (ppoBoi KPUMIHAIICTHKN HAroJIOIIYIOTh Ha HEOOX1THOCTI 0€3/10raHHOT0 JOKYMEHTYBaHHS JIOKa3iB 13 JOTPUMaHHIM
naniora 36epexxensst (Chain of Custody), Bkmowatoun cTBopeHHs (hOpeH3MYHMX 00pa3iB HOCIIB iH(popMalii Ta
MiATBEPKEHHsI IXHBOT MITICHOCTI 3a AOMOMOro0 KpunTorpadignoro xenryBanus. [le HEOOXiTHO I TIOJATBIIOTO
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BUKOPHUCTAHHS MaTepiajiB y CyZOBUX a00 aaMiHICTPaTUBHUX PO3CIIiTyBaHHSIX.

OpranizaniiHa CTPYKTypa HaIllOHaJbHOTO pearyBaHHS Ha KIiOSpIHIMAGHTH CYTTEBO BapilOEThCS.
CdopmyBaiucst TP OCHOBHI MOJIEN:

— UeHTpayizoBaHa MoJienb (€Bpomneiicbkuii Coo3);

— neueHrpamizoBana mozelns (Criomyueni Llltatn Amepuku);

— ribpuana/3miniana Monens (kpainu banrii).

B nenrtpanizoBaHiii MoJEJi TOJOBHY pOJIb BUKOHYE €IMHUI HAl[lOHAJbHUI ab0 Ha/JHALIOHAIBHUN LEHTP
pearyBanus (CERT/CSIRT), sxuii BinmoBizae 3a KOOPAMHAIII0, CTAHAAPTHU3AINIO Ta 0OMiH iH(pOpMaIi€o 3 yciMa
ramy3eBuUMH Ta Bizomunmu komangamu. [Tpukmagom € CERT-EU [21], sxwit 3a0e3medye B3a€EMO/I0 Ta pearyBaHH
Ha KiOepiHIMAEHTH B iHCTUTYIIsAX €Bpomneiicbkoro Coro3y, MATPUMYIOUH €IUHHNA, Y3TOIDKEHHH PiBeHb Oe3leKn
BinnoBigHO 10 BHMOTr ampektnBH NIS2. IlepeBara meHTpamizoBaHi MOIENi y BHCOKIH YHOPSIKOBAHOCTI Iii,
HEHTPaJi30BaHOMY 300pi HaIiOHAJIFHOTO HPOQIT0 3arpo3 Ta e)eKTUBHIN KOOpAWHAII NMPH BEIHKOMACIITAOHIX
IHIAIEHTAX.

B neuenrpanizoraniii Mmogeni CIIA koxxHa BimoMua CTpykTypa adbo cextop Kl mae BiacHy, 3HAYHOIO MipOIO
ABTOHOMHY KOMaH/ly pearyBaHHs. 30kpema, MinicrepctBo enepreruku (DOE), /lenapramMeHT BHYTpilIHBOT Oe3neku
(DHS) Ta ArentctBo 3 KibepOesneku 1 Oesnexu iHdpacTtpykrypu (CISA) MaroTh OKpeMi, ane B3aeMOAiI0Yi
niaposniau. KoopauHaiiist BinbyBaeThes uepes eaepanbHi mpoToKou Ta miatdopmu ooMiny indopmaitieto (ISACs).
[TepeBara nereHTpasli3oBaHOi MOAENI — MIBUAKICTh pearyBaHHs y MeXax BJIAacHOI FOPUCIMKIII, IIMOOKa JOMEHHA
eKCIepTu3a y ceuu(iyHux ceKTopax (HanpHKial, eHepreTHKa ui (piHaHCH ).

I'iOpumHa Mozens moenHye eneMeHTr 000X MOJIeINeH: HalliOHATFHUN IEHTpP KibepOe3mekn BCTAHOBIIIOE €T HI
METOOJIOTIYHI CTaHNApTH Ta MOJITHKH, TOHi SK Oe3lmocepenHe pearyBaHHS 3MIMCHIOIOTH BIIOMYI MiAPO3ILTH.
Ipuxmanom € JlutBa ta Ecromis [23]. Ecrownis, 30kpema, ctBopmia nodposomsue ¢opmysanHs Cyber Defence
League, sxe iHTerpye MAepkaBHHX 1 TPOMAACHKHX (axiBIiB MO YYacTi y PO3CIiTyBaHHI MacIITaOHUX
KiOepiHIIUICHTIB, SK IIe OyI1o mig yac MacoBuX aTak y 2007 pomi. Llg cicrema 3a0e3medye THyYKiCTh Y pearyBaHHi Ta
MoOiTi3anio pecypcis, 30epirayu npu oMY LEHTPaTi30BaHUH KOHTPOJIb HaJl aHAJITHKOIO.

B Vkpaini npouec poscmigyBaHHs KiGepiHumaeHTiB Ha o0’ekrax KI permamentyerscs 3akonamu «IIpo
OCHOBHI 3acaau 3a0e3nedeHHs kiOepOesneku Ykpainu» [24], «lIpo 3axuct iHdopmauii B iHdopmauiiiHo-
TeJNeKOMYHIKaliiiHux cucremaxy [25] ta I[loctanosoro Kabinery Minictpis Ne518 Bix 19 uepsast 2019 poky [26], 110
JieTaji3ye mopsaok pearyBanus. OHaK, OMPH HAsIBHICTH HOPMATUBHOI 0a3u Ta MeToauuHuX pekomenaamniin CERT-
UA [21,27], cucrema po3CitiyBaHHS CTHKAETHCS 3 HU3KOK CHCTEMHHUX MPOOJIEM, 1110 0OMEXKYIOTh 11 €)eKTHBHICTD,
0COOIIMBO B YMOBAaX iHTCHCHBHHUX TiOpPHIHUX aTak.

OpmHuM 13 HAHOIMBII KPUTHIHHUX HEJOJIKIB € HU3BKUI piBEHh aBTOMATH3aIlli MPOIECiB 300py Ta aHAI3Y
nofiii Oesmekn. 3a manmmu Jlepikcrner3B’s3Ky, nume O0mu3pko 40% o06’ektiB KI MaloTh BIPOBaKEHI CHCTEMH
MoHitopurry 6e3neku SIEM [3]. Lle o3Hauae, mo y OUTBIIOCTI JepKaBHUX YCTAaHOB MOHITOPHHI 3MiHCHIOETHCS
(parmenTapHO, 0e3 LEHTpaNi30BaHOI KOPEJAMii JIOTIB, M0 YCKJIAIHIOE ONEpaTHBHE BHSIBICHHS Ta (pOpMyBaHHS
niricHoi KapTuHH iHOUAeHTy. Ha Biaminy Bim kpain €C, ne cuctemum Wazuh a6o ELK Stack iHTerpyrortscs 3
wiatrpopmamu odminy MISP [21], B VYkpaini iH(pacTpykTypa MOHITOPUHTY 3aJIMIIAETHCS T'OPU3OHTAIBHO
(dparmenroBanoro. KokeH 00’€KT 4acTO BHKOPHCTOBYE BJIACHI 3aCO0M BHSBICHHS aHOMAIH, 10 MPHU3BOIUTH 110
Pi3HOTO PiBHS A€Tali3allii JaHUX Ta ICTOTHO YCKIIAJHIOE [ICHTPATI30BaHUI aHaIi3 3arpo3.

Henmocratus interpaitiss mixk HarfioHansHOI0 CERT-UA Ta ramyseBumu/BimomMmunmu CSIRT-komanmamu
MPHU3BOANTE JI0 3aTPUMKH 0OMiHY KPUTHYHOIO iH(OpPMAITIErO PO aTaKy Ta HEY3TOKEHOCTI Aill i yac pearyBaHHS.
Pexomennanii ENISA [28] Bumaraiots, 100 eeKTUBHA MOAENb B3a€EMOJIII IPyHTYBaJIacsi Ha IPUHIUIT B3a€EMHOTO
0OMiHYy JTaHUMH B PEXHMI peallbHOTO 4acy, IpoTe B YKpaiHi el 0OMiH 11ie He € CHCTEMHHUM Ta CTaHJapTH30BaHUM.
Bincyrnicts ynidikoBaHoi HarioHambHOI 0a3u IHIMKATOpPiB KOMIIpOMeTamii, iHTerpoBaHoi uepe3 Gopmaru
STIX/TAXII [29], six me peani3oBaHO B €BPONEHCHKUX KpaiHaX, 3MYIIye KOMaHAM pearyBaHHS IPallOBaTH 3
3acTapiMMu a00 HENIOBHUMH JJaHUMH, [0 3HAYHO 3HM)KYE IIBUIKICTD BUSIBIICHHS TIOBTOPIOBAHMX aTakK.

CyTTeBor0 MpOOJIEMOIO  3aJMINAETBCS HecTadya BHCOKOKBaliikoBaHMX (axiBumiB i3  1udpoBoi
kpuminamictuku (Digital Forensics). Ile oOmexye CIpOMOXHICTh ONEPATHBHO HPOBOAWTH TIHOOKHHA TEXHIYHHUN
aHami3 iHIUAEHTIB ((OopeH3WKa KIiHIIEBHX TOYOK, MepekeBa (OpeH3WKa, aHaji3 HIKiJMBOTO Kojay). I[Iporec
PO3CITiTyBaHHS 3aTPUMYEThCS depe3 AeiluT cremiaticTi, 34aTHIX MpodeciiiHO 3aCTOCOBYBATH iHCTPYMEHTH, TaKi
gk Autopsy, FTK Imager, Volatility (s anamizy mammy mam'siti) un Wireshark (s mepexeBoro anamizy), 3
JOTPUMAaHHIM KPHUMiHATICTHYHUX BUMOT. HasBHICTh TeXHIYHUX apTedakTiB 06e3 HaJIeKHOI eKCIepTH3H AJIs IXHBOTO
aHaJIi3y Ta iHTepIpeTallii € HeIOCTaTHHOIO JJIsl BCTAHOBJICHHS MEXaHi3MiB KOMITpOMETaIlii Ta ITieil 37I0BMICHHUKA.

Kpim Toro, BicyTHICTh €1MHOTO (hOpMaTy 3BITHOCTI ITPO iHIMAEHTH, He3Bakarou Ha icHyBaHHs [SO/IEC
27035 [18,22] ta merommunux pexkomenpauiii CERT-UA [27], crBoproe nomaTKOBI TpygHOLI st OOMIHY
iHpopMalier MK BiIOMCTBaMHM Ta AJIsl MOAAIBLIOTO BUKOPHCTAHHS MarepialliB y CyIOBUX mporecax. Hanexue
JIOKyMEHTYBaHHSI Ta 3BITHICTb € HEBiI’EMHOIO YaCTHHOIO post-incident activity 1 Mae 3abe3nedyBaTH BiITBOPIOBAaHICTh
Ta MMPO30PiCTh PO3CIIiyBaHHS.
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KomniexcHmii minxin 10 BUABJIeHHS Ta po3ciainyBaHHs KidepiHUuaeHTIB

Jnst mooNlaHHs BUSIBIIEHUX CHCTEMHHUX IPoOIeM, sIKi KpUTUYHO OOMEXYIOTh €()EKTUBHICTh HalllOHAJIbHOT
KiOepOe3nekn B yMOBax NEpMaHEHTHUX TiOpUAHMX arak, HEoOXiJHa po3poOKa Ta BIPOBA/KEHHS KOMIUIEKCHOTO
X0y O BUSABJCHHSA Ta PO3CHiAyBaHHs iHIuACHTIB. lledl miaxim mae IpyHTyBaTHCS Ha TIHOOKIN iHTerparii
TEXHOJIOTIYHUX pillleHb Ta opraHizaumiiHo-mporenypHoi yHigikauii. Ha TexHoyoriuHoMy piBHI METOJ] NOBHHEH
3a0e3rneunT aBTOMAaTH30BaHNUH, Oe3rnepepBHuil 30ip Ta IHTeNeKTyalIbHUH aHali3 noxii o6e3neku. Lle nocsraerses 3a
paxyHoOK misHO1 inTerpauii miaardopm SIEM/ELK (mus arperauii Ta kopessnii stori) 3 cucremamu SOAR (Security
Orchestration, Automation and Response), ski aBTOMaTH3yIOTh PyTHHHI omepamnii pearyBaHHSA, CKOPOYYIOUH Hac,
HEOOXITHWH IJIsI TIEPBHHHOTO CTPHMYyBaHHA. Ha mpoueaypHOMY piBHI KPUTHYHO BaXKIMBHM € 3aIllpPOBAKCHHS
(dopmaltizoBaHHX i CTaHAAPTU30BAHUX Mporiexyp pearyBanHs (Ha ocHOBi NIST SP 800-61 Rev. 2 ta ISO/IEC 27035),
110 TapaHTy€e IOPUINIHY JOCTOBIPHICTH 310paHNX JOKAa3iB Ta MOBHOTY OXOIUICHHS BCiX eTamiB iHIuAeHTY. Kpim Toro,
KIIFOYOBUM €IIEMEHTOM IHTerpaimii € 3abe3redeHHs CHUCTeMHOro oOMiHy iH(opmariero mpo 3arpo3um (Threat
Intelligence) Ha HamioHaTBPHOMY PiBHI Uepe3 craHmapTrioBaHi miatdopmu (sk-ot MISP ta popmatn STIX/TAXI),
1110 JTO3BOJISIE IIBUIKO BHSIBJISATH MOBTOPIOBaHI 200 CXOKi aTaku Ha Pi3HUX 00’ €KTaX KPUTHYHOT IHPPACTPYKTYpH.

Peaurizaltis Takoro iHTErpoBaHOTroO MiIXOy HO3BOJIHUTH KapIHHAILHO IiBUIIUTH ONIEPAaTHBHY €()EeKTUBHICTD
pearyBaHHs Ha iHIMACHTH, CKOPOTUTH cepenHiil yac po3ciigyBanus (Dwell Time — yac nepeOyBaHHS 3JI0BMHUCHHKA
B Mepexi) Ta MIHIMI3yBaTH PU3UKH MOBTOPHOT0 KommpomeryBanHs o0’ektiB KI. Ile, y cBolo 4epry, € KpUTHYHO
BXJIUBUM [T 3a0€3ICUCHHS CTaIOl KiOSPCTIMKOCTI IepKaBH B ILIIOMY.

3anpornoHoBaHuii crocid po3ciinyBaHHS KiOEpIHIUAEHTIB 0a3yeThbcs Ha (yHOaMEHTANbHUX MPHHIMIIAX
LMKTIYHOCT, KOMIUIEKCHOCTI Ta CTaHaapTH3alii. MOro CTpaTeriyHoi0 METOI € CTBOPEHHS YHIiBEpPCAIbHOTO,
BepH(IKOBAHOTO ANTOPUTMY Iiid, IKMI OXOIUTFOE MOBHUH )KUTTEBUH LIMKII IHIMACHTY — BiJl IPOAKTUBHOTO BUSBICHHS
O3HaK aHoMalil o0 (GOpMyBaHHS AETAJbHUX BHCHOBKIB Ta OOIDYHTOBAaHHX PEKOMEHJAMLIH IIOJO0 YIOCKOHATICHHS
apxiTekTypu Oesmeku iHpopmamitHuX cucteM. Ha BimMiHy BiJ TpagulliifHUX, JIHIHHUX IIXOMiB, OPI€EHTOBAHUX
MepeBaXHO Ha 130JIbOBAaHUH aHANI3 TEXHIYHUX apTedakTiB ((POpPEeH3WKY), 3alpolOHOBaHA MOJENb Mependadae
HEpPO3pHMBHY IHTErpalilo OpraHizaliiiHuX, MPOUEIYPHUX 1 TEXHIYHUX KOMIIOHEHTIB Y €JUHY, KEpOBaHY CHCTEMY
pearyBanHs. Ll iHTerpaumis J03BOJISE€ 3HAYHO CKOPOTHUTH CEepelHIM 4Yac pearyBaHHS Ha IHIMICHT, IiJBHIIUTH
TOYHICTH Kiacuikawii 3arpo3 3aBasiku nocriiHomy oominy TI Ta 3abe3neunTn Ge310TaHHY Y3rOJKEHICTh I MiX
ycima cy6’extamu kibepoesnexu (CERT-UA, Binomui CSIRT Ta excriepTHi rpymm).

Merton nependavae, Mo poO3CiiAyBaHHs KiOCPIHIUICHTIB 3IHCHIOETHCS K KOPCTKA MOCHIIOBHICTD II'SITH
B32€EMO3AJISKHUX €TaIliB, /€ KOXXEH Mae 4YITKO BH3HAYeHYy METy, KOHTPOJIbOBaHI BXIiJHI Ta BHXIiJHI JaHi,
CTaHJapTU30BaHUH Ha0Ip 3aCTOCOBAHUX IHCTPYMEHTIB 1 YITKO MPH3HAYCHUX BiAMOBINANBHUX 0Ci0. 11151 3a0e3neueHAs
i€l TOCHIJOBHOCTI Ta B3aEMOMIl KPUTHYHO BaXKIUBY pPOJb BimirparoTe mmatgopmu Wazuh (mis 30opy Ta
moritopurry EDR), ELK Stack (s nenTpanizoBanoi anamituku), MISP (s oominy TI) ta TheHive (six mutatdopma
KepyBaHHS IHIMICHTAMH, IO KOOPAMHYE Bci Jii). Bel Ii KOMIIOHEHTH IHTETPYIOTBCA Yy €IWHE, BHCOKOHAIiiTHE
iH(pOpMaIiiiHe cepeOBHUIIe pearyBaHHsI, IO MiHIMI3Y€e JTIOACEKAN (GaKTOp Ta MiJBUIIYE MPO30PICTh MPOIIECY.

Jeranizamis eTamiB mpuBeeHa B TaOmui 1.

Tabmuus 1
Etanu meToay po3ciinyBaHHs Ki0epiHIMIeHTIB
Etan OcHoBHa MeTa Kurouosi aii QuikyBaHi pe3yJbTaTH
. . i rie, ananiz SIEM, d¢ikcarris .
InenTndikaris BusBieHHs iHIuIEHTY f[g ;1 ToriB, ananis S , Gixcan TlepBuHHE NMOBIOMIIEHHS
N Busnauenus THUIT i | IopiBusaust 3 Gaszamu IOC, ominka | IIpucBoeHHS iBHS
Knacuikamis . Y P » on p R p
HpiOpUTETY PH3HKY KPHTHYHOCTI
N . BceranoBnenns kepena Ta | DOpeH3MYHME  aHami3, HepeBipka .
Texuiunuii anamis . X . BusiBneHHs IpUYMH IHIUICHTY
MeXaHi3My JI0TiB, peBepc mkiamausoro [13

BigHOBNeHHS ~ NaHMX,  OHOBJICHHS
KoH(irypamin

ITinroToBka 3BiTy, BHeceHHS B 0a3u | ba3a 3HaHB U1 mOmepepKeHHS
MISP arak

Bignosnenns YcyHeHHSs HAacTiKiB Bignosiena cucreMa

JlokyMeHTyBaHHS 30epexeHHs 3HaHb

Ha erami igentudikarii iHIUIEHTY MPOBOAUTHCS CUCTEMATHIHHH 1 Oe3mepepBHUil 30ip iHOpMaIlii mpo
MOTeHIIiHHI moii 6e3nexn. [xepenamu i€l iHpopMarii BUCTYIAIOTh Pi3HOMaHITHI TeIeMETPHYHI Ta JIOTICTHYHI [aHi,
30KpeMa: CHCTeMHI KypHaJli ONepamiiHIX CUCTEM Ta JI0JAaTKiB, MepexeBi notoku (NetFlow), curnanu Big cuctem
BHSBJICHHS Ta 3amobiranHsa BToprHeHb (IDS/IPS), arperomani gami 3 miargopm SIEM, a Takox HOBiZOMIICHHS,
OTpHMaHi BiJ] KIHIIEBUX KOPUCTYBadiB a00 BHYTPILIHIX IMigpo311iB. OCHOBHA MeTa IIbOTO €TaITy HOJISATAE y BUSBICHHI
OyIb-SIKMX aHOMaJIiH, 110 KPUTHYHO BUXOZSATH 32 MEXI THIIOBOI UM 3a3JaJieTi/lb BCTAHOBJIEHOT 0a30BOI MOBEIIHKH
Mepexi, IHPpacTpyKTypu a00 OKpeMHUX 0OJIIKOBUX 3aIHCIB KOPUCTYBAUiB.

[Micns nepBuHHOI (ikcanii moxii Ta i1 Bamijganii aHaJITHYHOIO CHUCTEMOIO, KIIIOYOBHM 3aBJAaHHSIM CTae€
BU3HAYCHHS, YU € BOHA IIMCHUM KiOEpIHIMICHTOM (YHHMKAlOUM XMOHUX CIIPalbOBYBaHb) Ta BCTAHOBJIECHHS il
KPUTHUYHOCTI 3TiIHO 3 BHYTPILIHIMH IOJITHKAaMH Ta MDXXKHApOJHMMH CTaHIapTaMH. AHAJITUK BiAJUTY pearyBaHHs
3MIHCHIOE OTIEpAaTUBHE TIOPIBHSAHHS BUSBJICHUX 1HIMKATOPIB KOMIIPOMETAIlii, TAKHUX sIK Migo3pini IP-agpecw, mkimmsi
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JIOMEHH, KpunTorpadivyHi Xemr IOTeHIIHHO CKOMIPOMETOBAHMX (aifiB ad0 aHOMalbHI MAaTePHH B3AEMOMIi, i3
3amucamu y 6a3i MISP. Ileil kpoc-aHaii3 i3 30BHIIIHIMH Ta BHYTPILIHIMH 0a3aMHu 3arpo3 J03BOJISIE IIBUAKO
MiATBEPAUTH TPHUPOIY Ta IMOXO/PKEHHS aTakH, IO € KPUTUYHO BaXIIMBHM JUIS MEPEXOIY N0 HACTYIHHUX, OLIbII
pimryumx miif 31 ctpuMyBaHHs Ta JikBigamii. [Iponec Bumarae BUCOKOT TOYHOCTI Ta MIBUAKOCTI JUIsl MiHIMi3auii 4acy
nepeOyBaHHS 3JJO0BMHCHHKA B CUCTEMI.

JlonaTKkoBO MPOBOANTHCS OLIHKA TIOTEHIIMHOTO BIUIMBY 33 KPUTEPISIMU:

— wMacmtal nmopymieHHs (JIOKaJIbHUH, KOPIIOPaTUBHUHN, HalliOHAIBEHHN);

— KaTreropis aKTHBY, Ha SKWH 31ICHEHO BIUTUB (CHCTEMa KepyBaHHS, CepBEp, KOPHCTYBAIlbKa CTAHIIiN);

— HasgBHICTB 3arpo3u Oe3mepepBHOCTI Oi3HEC-TIPOIIECiB.

Ha npomy erami kmacudixkarii noaii popmyersest 00TpyHTOBaHE PIIICHHS IO/I0 MOAANBINO JOJ IHIUACHTY: YU
mepenaTd Horo Uil TOBHOINHHOTO PO3CIIAYBAaHHS, 3aTy9IHBINN (DOPEH3MUHI pECypcH, YU OOMEKUTHCS TOCHICHUM
MOHITOPHHTOM, SKIIO PH3WKHA BU3HAHI HHU3BKUMH. Pe3ynmpraTroM KiacHUdikallii € TPHCBOEHHS IHIMOCHTY pPiBHA
TIPIOPUTETHOCTI pearyBaHH:, KU Oe3rocepeTHh0 BU3HAYAE CKIIa KOMAH/IH, 00CsT (piHAHCOBUX Ta TEXHIYHHUX PECYPCiB,
110 OYTyTh 3a/TisIHI Y TIOAAIBIIOMY MPOLIEC], @ TAKOXK BCTAHOBJIIOE TPAHIYHI TEPMIHH /I CTPUMYBAHHS Ta JiKBiJAILi.

TexHiuHUI eTam pPO3CiyBaHHs, KA YaCTO HA3UBAIOTh caMe HU(PPOBOIO KPUMIHATICTHKOO, € HAMOLIBII
CKJIQJIHUM, KPUTHYHHM 1 pecypcoMicTKuM. BiH oxormiroe MeToonoriunuii 36ip Ta 00poOKy 1iudpoBux apredaxTis 3
YCiX CKOMIIPOMETOBAaHHX 200 MOTEHIIHHO CKOMIIPOMETOBAaHHUX BY3I1iB, & TAKOX TTTMOOKUI (OpEeH3MYHMI aHaI3 [IUX
nanux. Leit mpouec € eqMHUM cOCOOOM 3a0e3MeUnTH BCTaHOBJICHHS TOYHOTO MEXaHI3My aTakH, iieHTUudikyBatu
JDKepeIo KOMIIPOMeTarii (TOYKy BXOAY) Ta OIIHUTH MOBHI NOTSHIIWHI HACTITKU BTOprHEeHH:. KirouoBa oco0mmBicTh
KPUMIiHAJTICTUIHOTO €Taly MOJIATa€e y CyBOpild BUMO3i: IiJ 4ac aHai3y NH(POBUX MOKA3iB HE MOITYCKAETHCS IXHS
Momudikarmis. Tomy Best poO0Ta IPOBOAUTHCS BUKIIOYHO 3 KPUIITOTPadivHO MepeBipeHUMHU KOMisIMH ((hOpEeH3NIHIMH
o0Opa3aMu) OpHTiHANBFHUX HOCIIB, IO TapaHTye NOTPUMAaHHS JaHIOra 30epekeHHs mMokasiB. [licis 3aBeprieHHS
aHali3y 30MpaeThCs NeTadbHAN JIAHITFOKOK ITOMIMH, SIKU BimoOpakae MOCIiTOBHY XPOHOJIOTIO Jiif 3TOBMHUCHHKA, IO
JI03BOJIsIE TOOYTyBaTH BUUEPITHY IPUIMHHO-HACIIIAKOBY MOAENb iHIUACHTY.

Ertan BiHOBIEHH: lepe0avae KOMIUIEKCHE YCYHEHHsI HACIIiIKIB aTaky Ta HOBEPHEHHS CKOMIIPOMETOBAHUX
CHCTEM JI0 IXHBOTO JIOIHIIEACHTHOTO, cTabinbHOrO cTany. [IpoBoaMThCS BiZHOBICHHS (DYHKIIOHAIBHOCTI Ta JaHUX 3
YHUCTHX, NEPEBIPEHUX PE3EPBHUX KO, MepeBipKa IIICHOCTI KPUTUYHUX 0a3 AaHUX Ta KOHQIrypauilHux ¢aiiis,
00OB'SI3KOBE OHOBJICHHS Ta CKUAAHHS 00JIIKOBUX 3aIIUCIB KOPUCTYBAYIB 3 MiABUIICHUMH MIPUBLICSIMH, a TAKOXK, 110 €
HaBaKJIMBILINM, YCYHEHHS NEPUIONPUYMHHUX BPA3IMBOCTEH, depes ski Oyno 3faificHeHo BTOprHeHHSI. OcobiauBy
yBary NpHUIUIAIOTH CUCTEMaM MOHITOPUHTY Ta 3aXHCTy, SKi BIOCKOHAJIOIOTHCS 3 YPaxyBaHHSIM BHSBICHHX
ypasnuBOCTeH. BigHOBIEHHS 3aBepHIyeThCS (IHATHHOIW BepUQIKAIiEl0 MUTICHOCTI MUPPOBUX IIAMHUCIB,
ayTeHTH(DiKaiHHUX JIOTIB Ta cepTU(IKaTIB Oe3IeKH, MO MiATBEPKYE YCIINTHY JIiKBiAIIiIO.

[Ticns octaTo9HOTO YCYHEHHS IHIIUICHTY BCi BUKOHAHI i1, OTpAMaHi TOKa3H Ta IPUHHATI PillICHHS IIOBUHHI
OyTH peTeNbHO 3aJ0KYMEHTOBaHI JUTIs ()OPMYBAHHS 3BITY Ta aHaJi3y ypokiB. DOopMyeThCS 3BIT MPO PO3CIiAyBaHHS
(Incident Report), sSIKHIf MiCTHTB:

— XPOHOJIOTIIO IO

— OIIMC 3HAWJICHUX apTe(aKTiB;

— pe3yJIbTaTH TEXHIYHOTO aHai3y;
peKoMeHAall 111010 3aro0iraHHs MoJiOHUM HOIsM.

Hani npo iHmuaeHt nyomikytoTbes y MISP, mo cnpusie oOMiHy iHpOpMani€lo MiX HalllOHAJIBHUMH Ta
ramy3eBuMu CSIRT-xomanmamu. 3i0paHi iHAWKATOpWM HajAaldi BHUKOPHCTOBYIOTHCS A BIOCKOHAJICHHS CHUCTEM
BUSIBJICHHS aTak, a TAKOX JUIs TPEHYBAaHHs [IEPCOHATY Ha peallbHUX Keicax.

3anpornoHOBaHMI METO/] OPIEHTOBAHUI Ha B3a€EMO/IiI0 aBTOMAaTH30BaHUX CUCTEM 1 Jrojichkoro dakropy. Ha
apXiTeKTYpHOMY piBHI BiH nepe0adae B3a€MOJIII0 TAKUX KOMIIOHEHTIB:

— wazub/elk stack, BusiBiIeHHs iHINAEHTIB, IIEPBUHHA 00pOOKa MOIIH;

— thehive — ynpaBiiHHS KeiicaMy, pO3IIOALT 3aBIaHb MK aHAIITHKaMHU;

— misp, OOMiH iHAWKAaTOpaMH KOMIIPOMETAIIil, IHTeTpallis 3 30BHIMIHIME 0a3aMH JaHUX;

— forensic tools (autopsy, volatility, ftk imager), TexHiune miaTBEepHKEHHS IHIUACHTY.

Takum 4uHOM, HOPMYETHCS 3aMKHYTHIA LIMKJI pearyBaHHs, € KOKEH HIUACHT CTa€ JHKEPEJIOM 3HaHb IS
BJJOCKOHAJICHHS TIOJITHK OE3MEKH.

[epeBaramMu POIIOHOBAHOT'O METOAY € MaclITabOBaHICTh, & CaMe Te, 110 METO/ MOXKE 3aCTOCOBYBATHUCH SIK
y Aep)KaBHHUX OpraHax, Tak i B KOMEpUiHHUX CTpyKTypax. CyMICHICTH i3 MDKHapOAHHMH CTaHIAPTAMH JI03BOJISIE
IHTErpyBaTH HOro y HaIllOHaJIbHY cHCTeMy Kibep3axucty. Bukopucranns Wazuh ta TheHive no3Bosnsie 3mMeHImTH
BIUIMB JIFOACBKOTO (hakToOpy Ta aBTOMaru3auilo mnpoueciB. KokHe posciijyBaHHS IONOBHIOE 0a3y 3HaHb, sKa
BUKOPHCTOBYETHCS JUIsl HABYAHHS aHATITUKIB [26]. Yci 3BITH MalOTh €IMHY CTPYKTYPY, L0 CIIPOLIYE B3aEMOJIII0 MIXK
KOMaH/IaMH pearyBaHHS.

3anpornoHOBaHMI METOJ| PO3CIIiAyBaHHS KiOEpIHIMACHTIB € KOMIUIEKCHOIO CHCTEMOIO, sKa 3abe3neduye He
JIAIIIE TEXHIYHE PearyBaHHS Ha MOl OE3IeKH, a if CTpaTeridHe yIpaBIiHHS Kibeppu3ukaMu. Moro BIPOBamKeHH
JTO3BOJISIE CTBOPUTH €IMHWAN CTaHIAPT Iil JJIs cyO’ €KTiB, IO OOCITYrOBYIOTh 00’€KTH KPUTHYHOI iH()OpMAIIHHOT
iHQpPaCTPYKTYypH.
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Merton 3abesmedye MOBHY TPacOBAHICTh Hil, MPO30picTh 300py OKa3iB Ta MigBUIIEHHS €(pEeKTHBHOCTI
pearyBaHHs. 3aBASKU IHTErpallii IHCTPYMEHTIB BIIKpPUTOT0 Koy, Takux sk Wazuh, MISP, TheHive ta ELK Stack,
BiH He moTpedye 3HaYHMX (PIHAHCOBHMX BHUTPAT 1 MoOXe OYTH peasi30BaHMH y JepKaBHMX ab0 KOPIIOpaTUBHUX
cUCTEMaX MOHITOPUHTY O€3MEKH.

BUCHOBKH 3 JAHOTI'O JOCJIAKEHHS
I NEPCIHHEKTUBU MNOJAJIBIINUX PO3BIAOK ¥ JAHOMY HAIIPSMI

3a pesymbTaTaMH TIPOBEIACHOTO MOCTIDKEHHS OyJO MOCATHYTO TJIMOOKOTO PO3YMIHHS CHCTEMHHX Ta
omepamiiHUX acHeKTiB pPO3CHigyBaHHS KiOCpiHIMIEHTIB y JepKaBHOMY CEKTOpi Ta Ha 00'€KTaX KpPUTHIHOI
iHppacTpyKTypH, OCOONMBO B YMOBaxX IHTEHCHBHHX TiOpHMAHUX 3arpo3. JloBemeHo, IO pPO3CIiTyBaHHS
KiOepiHITMIEHTIB BUKOHYE CTPATETidHy, a HE JIMIIEe TaKTHYHY (QYHKIIIIO, TpaHCPOPMYIOUHCH i3 3aco0y JiKBimarii
HaCHiAKIiB Ha (yHOAMEHT HamioHaJbHOI Kibepcrifikocti. JlocmimkeHHs ¢opmainizyBamo [eil mporec Ha OCHOBI
MDKHapOIHHUX CTaHJAPTIB, 30KpeMa mukiiaaoi wotupudasHoi mogeni NIST SP 800-61 Rev. 2 ta u3nagens [ISO/IEC
27035.

Kputnyauii oris Hal[iOHATBHOT CUCTEMH PO3CIIiyBaHHS BUSBHB CUCTEMHI HEIOJIKH, SIKI OOMEXKYIOTh ii
e(eKTUBHICT. 30KpeMa, OyJI0 BCTAHOBJICHO HU3bKHUIl pIBEHb aBTOMATH3AaLlil IPOLIECIB MOHITOPUHTY, ()parMeHTAaLlil0
iHpPACTPYKTYpH Ta HEJAOCTATHIO IHTETPAIliI0 M’ CEKTOPAIILHIMU Ta HalllOHaJIbHUMH KOMaHaMHU pearyBaHHs.

Jdnst  minBuineHHs — e(eKTHBHOCTI  TpoLecy  pO3CHifyBaHHsS  KiOGpPIHIMICHTIB  3alPOIOHOBAHO
CUCTEMOJIOTIYHUH Mi/XiJ, peaji3oBaHUi B HOPMAaTHBHO-NIPABOBOMY IOJIi YKpaiHM Ta MIDKHAPOIHHX CTaHIAPTIB
iHpOpManiitHOi Oe3meKH.

3anponoHoBaHUN MiAXid IO PO3CIiAYBaHHA KiOEpiHIHMICHTIB 0a3yeThCs Ha igei KOMILICKCHOTO 300py,
KOpenslii Ta aHamisy mofiii Gesmeku 3 pi3HMX piBHIB iH(pOpMANilHOI cucTeMH. VOro OCHOBOI € MO€IHAHHS
LEHTPaIi30BaHOTO MOHITOPHHTY, ITU(PPOBOi KPUMIHATIICTHKHN Ta 0OMiHY iH(QOpMAIIi€0 PO 3arpo3u, IO T03BOJIIE
PO3TILIIATH IHIIUICHT HE SIK OKPEMY IIO/IiI0, a K ITOCIITOBHUH MPOIIEC i3 YITKOIO JIOTIKOI PO3BUTKY.

Merto/ Opi€eHTOBaHUI HA BUKOPHCTAHHS areHTHOTO MOHITOPHHTY KiHIIEBUX BY3JIiB, IIEHTPai30BaHOTO 300py
KYPHAJIIB Ta aHAJITUYHUX IUIATPOPM, SIKi 3a0€3MeuyroTh 30epeKeHHs LITICHOCTI NU(POBUX OKa3iB 1 MOXKIIHMBICTH
BIZITBOPEHHS XpOHOJIOTiT noAiid. OcoOIMBY yBary NpuaijIeHO TOMY, 00 KOXKEH eTal PO3CIiAyBaHHSs, BiJl BUSBICHHS
I11/103p1J101 aKTUBHOCTI JI0 BiJIHOBJIEHHSI CHCTEMH, OYB (JopMalli3oBaHuil i Mir OyTH MOBTOPEHH HE3aJI€KHO Bifl THITY
iHuaeHty. KoHuenirist Metoy nependadyae iHTErpalio pisHUX JHKePEN JaHUX: CHCTEMHUX KYPHAJIB ONMepaiiiHmx
cucteM, mojiil Oe3rneku, MepexeBol akTUBHOCTI Ta apredakTiB QaiinoBoi cuctemu. Lle mo3Bosie KOMIIEHCYBATH
BTpaTy abo CIIOTBOPEHHS OKPEMUX JaHUX 32 paXyHOK OaraTokaHaJbHOTO 300Dy iH(popMarii Ta MiABHUINYE CTIHKICTH
METOY JI0 CIIpo0O MPHUXOBYBAHHS CIIiJIiB aTaKH.
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