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BUSIBJIEHHSA 3JIOBMUCHUX ATAK HA CEHCOPH TA HIJIPOBKH TEJIEMETPII
B KIBEP®IBUYHUX CUCTEMAX HA OCHOBI MOJU®IKOBAHOI'O ®IVIBTPA
KAJIMAHA

Y pob6oti nogaHo meTon BUSBIEHHS QaribCugikalivi Ta aHOMasivi y CEHCOPHUX JaHuX KiGEPDIBUYHUX CUCTEM Ha OCHOBI
MoangikoBaHoro @ineTpa KasnmaHva 3 [1o4IEBUM EPEMUKGHHAM DEXUMIB. 14X ODIEHTOBaHMA Ha POTUAIO 3/I0BMUCHOMY
1IPOrpamMHOMy 330E3MEYEHHIO Ta KOMITIOTEPHUM aTakaM, LU0 Peasni3ytoTbCs Yepe3 MiapobKy TeNeMETPIl, IHEKUIT XubHUX AaHnx |
[IPHXOBAaHI CEHCOPHI BIVIMBY B CUCTEMAX PeasibHOro Yacy. MeTos roeaHye pekypCuBHE OLiHIOBAaHHS CTaHY 3 aHa/li30M IHHOBALIV, Lo
AA€E 3MOry BIAPIZHATH JIEMTTUMHI PEXUMHI 3MiHN 06 €EKTa KEPYBAHHS Bl 3/I0BMUCHUX BTPyYaHb 6€3 Napasie/ibHoro BUKOHAHHS Ki/lbKOX
mozgenesi abo QinbTpis.

3anporoHoBaHa rogieBo-afarnTuBHa cCXeMa 3a6€3reYye OrnepaTuBHE NEPEMUKAHHS ANHAMIYHUX MOAENEN a60 NMPUAYILIEHHS
Br/IMBY MIAO3PITINX BUMIPIOBaHb, 36EPIraroymn KOPEKTHICTL OLIIHKM CTaHy 3@ yMOB akTuBHUX atak. Metos He roTpebye 3acTocyBaHHs
MAaLLIMHHOIO HaBYaHHSI YW PECYPCOEMHUX POOACTHUX AJIFOPUTMIB, CIIUPAIOYNCh HA KOMMAKTHI CTOXacTWYHi MOAENi Ta JIiHIVHO-
KBagpatndHy 06YNC/ItoBasIbHy CKIGAHICTL, NPUAATHY 4715 peasnizallii 8 OC peasibHoro 4acy.

EKCrIEpUMEHTAsIbHI AOCTTIIKEHHS Ha Naat@opmi FreeRTOS riaTBEDAN/IN IHKEHHS KISIbKOCTI XMOHUX CripaLiloBaHs pu
H4acTixX PEXUMHUX MIEPEXOAAX, CBOEYACHE BUSB/IEHHS aTaK Ha CEHCOPU Ta CTAOIIbHICTL OLiHIOBAHHS 3@ MiHIMa/IbHOrO HaBaHTa)XeHHS
Ha MPoLEeCcop, 1O 336E3M1EYYE MABNLYEHHS KIBEDCTIVIKOCTI H iH@OPMAaLIVIHOI 6e3rekv BOYAOBaHNX | KIGEDDIZUYHNX CUCTEM.

Kto40Bi C/10Ba: KIGEDPDIZUYHI CUCTEMU,; aTaKU Ha CEHCOPH,; PallbCIKaLis AaHNX; BUSBIIEHHS GHOMAE/V, @inbTp Ka/imana,
aganTvsHe repemukaHHs mogenes; OC peasibHoOro 4acy.
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DETECTION OF MALICIOUS SENSOR ATTACKS AND TELEMETRY SPOOFING
IN CYBER-PHYSICAL SYSTEMS BASED ON A MODIFIED KALMAN FILTER

This paper presents an event-adaptive method for detecting falsifications, anomalies, and malicious manipulations in sensor
data of cyber-physical systems (CPS) operating in real time. The proposed approach is based on a modified Kalman filter with event-
driven mode switching and is specifically aimed at counteracting cyber threats caused by malicious software and targeted computer
attacks, including telemetry spoofing, false data injection, replay attacks, and stealthy sensor-level interference. Such attacks are
particularly dangerous for embedded and control systems, as they may remain undetected while gradually degrading system
performance or causing unsafe behavior.

The method integrates recursive state estimation with innovation-based statistical analysis, allowing the system to identify
Inconsistencies between predicted and measured signals. Unlike traditional multiple-model or bank-of-filters approaches, the proposed
scheme enables reliable discrimination between legitimate changes in system operating modes and malicious disturbances without
the need for parallel execution of several dynamic models. Event-triggered logic is used to adaptively switch system models or
temporarily suppress suspicious measurements when abnormal innovations are detected, thereby maintaining estimation stability and
accuracy under adversarial conditions.

A key advantage of the proposed solution is its low computational complexity and practical applicability. The method does
not rely on machine learning algorithms, large training datasets, or computationally intensive robust estimation technigues. Instead,
it employs compact stochastic models with linear—quadratic computational complexity, making it suitable for implementation in real-
time operating systems and resource-constrained embedded platforms. This ensures predictable execution time and minimal impact
on system latency.

Experimental validation was carried out on a FreeRTOS-based platform, simulating frequent mode transitions and various
sensor attack scenarfos. The results demonstrate a significant reduction in false alarms during normal operational changes, timely
detection of malicious sensor behavior, and stable state estimation performance with minimal processor and memory overhead.
Overall, the proposed approach enhances the cyber resilience, fault tolerance, and information security of embedded and cyber-
physical systems used in safety- and mission-critical applications.

Keywords: cyber-physical systems; sensor attacks; data falsification; anomaly detection; Kalman filter; adaptive model
switching, real-time operating systems
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IOCTAHOBKA ITPOBJIEMMU Y 3ATAJIBHOMY BUTIJISIAIL
TA ii 3B’S130K 13 BA’)KIMBUMHU HAYKOBUMH YU IPAKTUYHUMM 3ABJJAHHSIMHU

VY cyuacHuX Kibep(hi3UuHHUX CHCTEMaX, 110 (QyHKIIOHYIOTH i/l KEPYBaHHIM ONEPALiITHUX CUCTEM PEaIbHOTO
4acy, 3pOCTaHHs CKJIQJHOCTI NPOrpamMHOro 3a0e3ledyeHHs] Ta IIUIBHOCTI IHTerpaimii KOMIIOHEHTIB YCKIIaJHIOE
3a0e3IeueHH s JIOCTOBIPHOCTI CEHCOPHMX JaHUX 1 crabuipHOCTI mpoueciB kepysanHs [1, 2]. Lle € xputnunum y
cucTeMax, Je HaBiTh KOPOTKOYACHE CIIOTBOPEHHSI TEIEMETPIl MOKE IIPU3BECTH JI0 OPYILICHHS allTOPUTMIB KEPYBaHH:I
abo CTBOPUTH BIKHO BpA3JIMBOCTI Ul 3JIOBMHCHOTO NPOTPAaMHOTO 3a0e3NeueHHs Ta KOMI'IOTepHHMX aTak [3].
Oco0muBy HeOe3MeKy CTAaHOBJISTh aTakh Ha CEHCOPH Ta KaHAIM 300py JaHUX, 30KpeMa iH €KIlii XHOHUX BUMIPIOBaHb
1 mpuxoBaHi (anbcudikaiii CUTHATIB, IKi MOXYTh MAaCKyBaTHUCS ITiJT JIETITUMHI peXUMHI 3MiHN 00’ €KTa [4].

AKTyanbHICTD Ii€i MPOOJIEMH IOCIIIIOETHCS HEOOXIMHICTIO BUSBICHHS NPHUXOBAaHMX CEHCOPHUX aTak,
pearizoBaHUX 3JTOBMHCHHM IIPOTPaMHHUM 3a0€3leUeHHSIM, 3 YpaXxyBaHHIM AWHAMIKH PEKUMIB (YHKIIOHYBaHHSI
Kibep(hi3MIHUX CHCTEM, IO PO3TIIIANOCS paHime[S].

Tpanuiifini MeToau KOHTPOJIIO JOCTOBIPHOCTI JaHWX, MO 0a3ylOThCs Ha CTATHYHHX IOporax abo
(hikcOBaHMX MOJETAX, Y TAKUX YMOBaX He 3a0e3MedyoTh HalIHHOTO PO3Pi3HEHHA MK HOPMaIbHUMU AUHAMIYHUMHU
MepexoiaMu Ta 3I0BMUCHUMM BIUTMBaMHU [6]. Binbln ckiaaHi MiAX0aH, 30KpeMa 6araToMoenbHi GiibTpu, podbacTHi
aNropuTMu ab0 METOAM MAIIMHHOTO HaBUaHHS, YacTO MOTPeOyloTh 3HAYHUX OOUYHMCIIOBANIBHUX PECypCiB 1 €
MaJIONpUIATHUMU TS peattizallii B pecypcHo ooMmexeHnux cepenosuiax OC peanpHOro vacy [7].

VY 3B’43Ky 3 IIUM aKTyaJIbHOIO € Tipo0iieMa po3poOIeHHS METOIB BUSIBJIICHHS aTak HA CEHCOPH Ta MiAPOOKU
TeneMeTpii, 3JaTHUX MpalioBaTH B pPEaJbHOMY dYaci, aJanTyBaTHCS 1O 3MiH pEXHMIB (YHKIIOHYBaHHS Ta He
BUMAaraTi CyTTEBOTO 3POCTaHHS OOYMCIIOBATBHUX BHUTpAT. Po3B’s3aHHS miel mpoOieMu € HeoOXiIHOI yMOBOIO
T ABUIIICHHS KiOepCTIMKOCTI Ta iH(popMariitHoi Oe3nekn cydacHuX BOyIOBaHUX i KibepdiznuHux cucteM [ 8.

AHAJI3 TOCJIIKEHD TA ITYBJIKAIIA

B ocTaHHI POKHM CIIOCTEpIra€eThCsl aKTUBHUN PO3BUTOK AOCIIKEHb, NMPHUCBIYCHUX BHSABICHHIO aTak Ha
ceHcopu Ta (anbcudikaiii TenemMeTpii B kidepdiznuHUX cUcTeMax i cucTeMax peaibHOro 4dacy [9]. OcHOBHY yBary
npunaiieHo arakam tuny false data injection, sensor spoofing Ta MPUXOBaHWUM MAaHIMyJISALISIM BHUMipPIOBaJbHUMHU
CUTHaJaMH, SIKi peasi3yloThCsl 3a JOIMOMOIOI0 3J0BMHCHOTO IPOTPAMHOIO 3a0e3MeueHHs Ta CIPsAMOBaHI Ha
MOPYILIEHHS! KOPEKTHOCTI MpoleciB ouiHoBaHHs cTaHy o0’ekra [10,11]. Tloka3aHo, mo Taki aTaku MOXYTbh HE
BUXOJIMTH 332 MEXKI JIONMYCTHMHUX 3HA4YCHb 1 3aJMLIATHCS HEMOMIY€HHMMH IMPOCTHMHU IOPOTOBHMH MeEXaHi3MaMu
KOHTPOJII0, BOJJHOYAC MPU3BOJISIUM [0 Ierpaallii kepyBaHHs a00 HeOe3neuHnX pexxumis podotu [12].

3HayHa 9acTHHA POoOIT 0Aa3yEThCS Ha MOJEIBHO-OPIEHTOBAHUX IiIXOIax, 30KpeMa BUKOPUCTAaHHI (imbTpa
Kanmana ta aHami3i iHHOBaIiH SIK iHAWKaTOpa aHOMAIILHOI MMOBeAiHKH ceHcopiB [13]. Kimacuyni cxemu 103BOISIOTH
BUSIBIISITH CYTTEBI BIIXWJICHHS MIX IPOTHO30M 1 BUMIPIOBaHHSM, OHAK Y CUCTEMax 3 IHTEHCUBHUMHU PEKUMHUMHM
3MiHAMH BOHH YaCTO T€HEPYIOTh XHOHI CIIPaNOBaHHS, OCKUIBKH HE PO3PI3HAIOTH JICTITUMHI JUHAMIYHI TIEPEXOIU Ta
3M0BMHUCHI BIUTMBH [14]. JIns 3MeHIICHHS IBOro e(heKTy 3aIpoIlOHOBAHO aJalTHBHI Ta 0araToMoJeNbHI (iIbTpH,
30KpeMa aJrOpuTMH 3 TMEPEMUKAHHSIM MOJeIeiH 1 pobacTHI METOAM Ha OCHOBI Hoo-OI[iHIOBAHHS, HPOTE iX
3aCTOCYBaHHS CYIPOBOJKYETHCS ICTOTHMM 3POCTaHHSM OOYHCIIIOBAIBLHOI CKIIAJIHOCTI Ta BUMOT J10 pecypcis[15].

Oxpemuii HarpsM JOCIIJDKEHb IOB’S3aHUH 13 3aCTOCYBAHHSIM MAIIMHHOTO HaBYaHHS JUIs BUSBICHHS
aHoOMaJIii y ceHcopHUX HaHuX [16]. Taki miaxoau 1eMOHCTPYIOTh BUCOKY e(heKTUBHICTD Yy 3aiauax kiacudikauii ta
BUSIBJICHHSI CKJIaJHHMX IIA0JOHIB aTak, OJHAK MOTPeOyIOTh 3HAYHUX HABYAIBHUX BHOIPOK, HE T'apaHTYIOTh
JIETEPMIHOBaHUX YaCOBHX XapaKTEPUCTHUK i € 0OMEeXEeHO IMPUAATHIMH [UIs BpoBampkeHHsS B OC peanapHOTO Yacy Ta
pecypcHO ooMexeHi Kibepdiznuni atdopmu [ 17]. Kpim Toro, Oinpmricte ML-MeTomiB OpieHTOBaHA HA CTATUCTHYHI
BIIXMJICHHS Ta HE BpaxoBye (i3MuHy MoJiesib 00’ ekTa KepyBaHHs [18].

JlonaTtkoBo IOKa3aHO, IO aHaji3 OaraTOBUMIPHHMX B3a€MO3B’SI3KIB MK 3ajauyaMH, pecypcamH Ta
CCHCOPHUMH JIaHUMH JI03BOJISIE ITIJBHIIMTH €(QEKTUBHICTh BUSBJICHHS CKOOPJIMHOBAHMX aTak y KiGep(i3smuyHHX
cuctemax [19].

TakuMm dYMHOM, aHaNi3 CydJacHHX ITyOmiKamii CBiTYUTH IPO BiACYTHICTH JIETKOBaroBOIO MOJAEIHHO-
OpIEHTOBAHOTO MiAXOAY, 3JaTHOTO B PeaJbHOMY 4aci HaIilfHO BUSBIATH CEHCOPHI aTakd, COPUYNHEH] 3JJOBMHUCHUM
MPOTPaMHUM 3a0€3MEeYeHHAM, 1 BOJHOYAC PO3PI3HATH iX BiJ HOPMAaJbHHUX peXMMHUX 3MiH. Lle oOrpyHTOBYE
aKTyaJbHICTh PO3POOJICHHA TOMI€BO-aJANITUBHUX METOAIB Ha OCHOBI ¢inpTpa Kammana, opieHTOBaHHMX Ha
i ABUIICHHS KiOepCcTifKocCTi Ta iHdopmartiitHoi Oe3nexn Kibephi3nIHNX CUCTEM.

BUKJIAJL OCHOBHOI'O MATEPIAJTY

3anponoHOBaHUN MiOXiJ CIPSIMOBAaHHWK Ha BHUSABJICHHS aTrak Ha CEHCOPH Ta MiAPOOKH TeneMeTpii B
KiOepdi3MYHMUX cHCTEeMax, IO MpaLiooTh mif kepyBaHHsM OC peanbHOro 4acy, 3a paxyHOK Moju]ikoBaHOTO
¢dinpTpa Kammana 3 mojmieBuM aHali3oM IHHOBAIliM 1 alanTHBHUM NEpEeMUKaHHSIM pexuMmiB. Ha BiaMiHy Bix
MOPOrOBUX CXEM Ta CUCTEMH BHSBIICHHS BTOPTHCHb Ha OCOHBI KiacmyHoro ¢intpa Kanmana, ne Oyab-ske CyTTeEBE
BiJIXMJICHHS TPAKTYIOTh K aHOMAJII0, 3alPONIOHOBAHUI METOJ PO3IUISE JBI MPUHIUIIOBO Pi3HI MPUIMHU HEB’SI3KU:
(1) neriTuMHUE pe>KUMHUHN TIepexin 00’ekTa KepyBaHHS Ta (2) 3J0BMHCHUHU BILTUB (3moBMHCHE [13/koMIT’toTepHa
aTaka), 0 peaji3ye iH €KIif0 XHOHUX NaHWX a0o CITy(iHT CEHCOPIB.
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JwHamika 00’€kTa KepyBaHHS OIMUCYETHCS AUCKPETHOIO JIHIHHOIO MOJEIITIO 31 3MIiHHOIO CTPYKTYPOIO:
Xep1 = ACOxR + BORY, + wy, (1)
i = CO9% + vy, (2)
JIe X} — BEKTOp CTaHy, Uy — KEPYBaHHs, Y, — BEKTOpP iICTUHHHUX BUMiptoBaHb, Wy ~ N(0,Q), vi. ~ N(O,R) —
BUIIAJKOBI 30ypeHHs MpOLECY Ta BUMIPIOBaHb BiANOBITHO, SKi BBaXKAIOThCS I'ayCOBUMH 3 HYJIBOBHM CEpPEIHIM Ta
BiJOMHUMH KOBapiamisMu.
ATaky Ha CEHCOpPH Ta TEIEMETPHUYHI KaHAJIM MOJEIIOIOTHCS YV BUIILIAI aJUTUBHOI iH €Kil 3T0BMHCHOTO
CHT'HAJTy Y BUMIpIOBAJIEHHI KaHAJ:
Zx = yx *+ Ty, (2)
J€ Z, — BUMIPIOBAaHHs, JOCTYIHI aJrOPUTMY OIIHIOBAaHHS, di — BEKTOP 3JOBMHCHOTO BIUIUBY, IO
BinoOpaxae ¢anbcudikaiiro Tenemerpii ado ciyginr cencopis, I — MaTpuis BUOOPY CKOMIPOMETOBAaHUX KaHAIIB.
Taka Monens € xapakTepHOo Juisi atak Tuiy false data injection Ta MpUXOBaHMX MaHIMYJSLIH BUMIpIOBAIEHUMHU
CUTHaJIAMHU.
JUi1st aKTHBHOTO PEXHUMY O _ ; BUKOHYETBCS CTAaHIAPTHHH LIUKJI IPOTHO3Y Ta YTOYHEHH: QinbTpa Kanmana.
Ha erani nporao3y o04YHCIIOIOTHCS:
Rger = ACK=DR gy g + BOR-Duy g, “4)
7€ Xyj_1 — IPOTHO30BaHA OlliHKa BekTopa ctany, ACPk-1) — Marpuus nepexoy cTaHis [isl IONEPEIHBOTO
PEXUMY, X _qx—1 — AMOCTEPiOpHA OIiHKA CTaHy Ha MOMEPEeIHBOMY KpOIl, B®k-1) _ Matpuns kepyBaHHS; Uy_; —
BEKTOp KepyrounX BIUTHBIB. [ali BU3HAYA€THCS KOBapialist MOXHOKH MPOTHO3Y:
Pik-1 = ACk- 1By g (ACk-1)T 4, (5)
ae Pyx—1 — DpOrHo30BaHa KoBapialiifHa MaTpuus moxu6ku, Pe_;x_; — amocrepiopHa KoBapialis Ha
norepeHbOMY Kpolli; () — KoBapiamiiiHa MaTpuIsl NpOLEecHOTo ryMmy. Jlani BU3Ha4a€ThCsl IHHOBALLiS:

T =z — COR-D%y 4, (6)

e T, — BEKTOp iHHOBALI, Z; — BEKTOp MOTOUHMX BuMipioBanb, Ck-1) — Marpuus BuMmiploBaHb s
BiZmoBinHOTO pexxuMy. KoBapianis iHHOBALIT Ma€ BUTJISI

Si = COk-1P  _(COR=-1 )T 4 R, (7)

ne Sy — KoBapialmiiiHa Marpuis iHHOBamii, R — KoBapiamiiHa MaTpHId BHUMIipIOBAIBHOTO ITymy. Jlims

OLIHIOBAHHS y3TOJPKEHOCTI MK MOJICJUTIO T2 BUMIpIOBaHHSAMH BHKOPHUCTOBYETHCSI HOPMOBaHa KBaapaTHdHa Gopma
IHHOBAIIIT:
Tk = rlzwrk_lrk’ (8)
ne Ty — CTaTHCTHKA y3TOKEHOCTI, IO KITBKICHO XapaKTepH3y€ BiAXUICHHS BUMipPIOBAaHb BiJl IPOTHO3Y. 3a
BiJICYTHOCTI aTak Ta PEXMMHHX 3MiH BenmunmHa T, Mae X2-posmojii, mo 103Bosse chOpMyBaTH CTATMCTHYHHIH
KpUTEepiil BUABICHHS aHOMAIiH. Ko
Tk > Tanom> (9)
JI€ Tanom — TIOPOrOBe 3HaueHHs, (IKCYEThCS HEBIANMOBINHICTB, sKa MOTpeOye JOAATKOBOTO
aHaJi3y.(QiKCyeThCsl OIS HEBIIIOBIIHOCTI, sIKa MOTPEOYye 0IaTKOBOTO aHAII3y.
Ha BigMiHy BiJ KIIaCHYHUX ITiIXO/IiB, 3aIIPONIOHOBAHUN METO/ HE IHTEPIPETYE KOXKHY TaKy MO0 K aTaKy.
3 METOI0 PO3PI3HEHHS JIETITUMHOI 3MiHH PEXUMY Ta 3JIOBMHUCHOTO BIUIMBY BUKOHYETBCS MEPEBIpKa ajJbTePHATUBHUX
JUHAMIYHUX MOJeNeil, JOMYCTHMHX /I IOTOYHOTO CTaHy cuUcTeMH. JlJii KOXXHOTO MOMIJIMBOTO PEXUMY
J OOYHCITIOETHCSI KBa3i-IHHOBAIIIS:

() NeU)
nl =z — C(J)Xklk—l’ (10)
ne rk(]) — KBasi-iHHOBamis ams pexumy, CY) — Marpuus BEMipIoBaHb BiATOBIIHOTO peXUMY, )A(l(cj|3c—1 -
IIPOTHO30BaHa OLliHKa CTaHy JJISl PEXXUMY j Ta BiANOBIJHA CTATUCTHKA!
D — (D T reDy-1,.0)
. T,/ = () (S ) 'n . . (11)
ae Tk(] ) _ 3HaueHHS CTATHCTHKH Y3TODKEHOCTI JUIS PEXUMY J, rk(] ) _ BEKTOp KBa3i-iHHOBAMLI{ AJIs peXumy j,

S,EJ ) _ KOBapialliiiHa MaTpuIld KBa3i-iHHOBALii U1 PEXUMY j, (S,E’ ))'1 — obepHeHa KoBapialiifHa MaTpPHUIIS KBa3i-
innoBauii, (-)7 — onepartis TpancnonyBaHHs, k — IMCKpETHUIT iHeKe Yacy. PesknM 3 MiHIMAIbHUM 3HAYEHHIM Tk(] )
BBA)KAETHCS HAWOIIBII y3TrO/PKEHUM 3 OTPUMaHHMH BUMIPIOBaHHSIMH. SIKIIO JUISl TAKOTO PEXXNUMY BUKOHY€ETHCSI yMOBA
Tk(} D < Tmode> BIIXWICHHS iHTEPIPETYETHCS SK JETITUMHA PEXUMHA 3MiHA, 1 3AIHCHIOETHCS IEPEMUKAHHSI MOJAEMI 3
BIIMTOBIAHOIO aJamnTaIlielo KoBapiamii. Y MpoTHIIE)KHOMY BUTIAAKY TOJisl KIACH(IKYEThCS K aTaka Ha ceHcopu abo
(danpcudikalris TeaeMeTpii, 3yMOBIICHA 3TOBMUCHUM MPOTPAMHUM 3a0€3MIEUSHHIM 91 KOMIT IOTEPHOIO aTakoro. s
3aro0iraHHs BIUIMBY aTaKOBAaHWX BHMIPIOBaHb Ha OLIHKY CTaHy 3aCTOCOBYETHCS MEXaHI3M 3HW)KEHHS JOBIpH JI0
CCHCOPHUX IaHUX, SKMH pealli3yeTbcsl MUIIXOM 30UIbIICHHS KOBapialii BUMipIOBAILHOIO IIyMy ab0 TUMYacoBOTO
Mepexoay 10 MPOrHOo3HOro pexuMmy. lle mo3Bomsie 30epertu CTaOiIBHICTH OIIIHIOBAHHS Ta YHHKHYTH Pi3KHX
MIOMHUJIKOBUX KEpPYIOUYMX BIUIMBIB y CHCTEMax PEajbHOro 4acy. 3alpOIOHOBAHUM aJrOpPUTM Mae OO0YMCIIOBAILHY
CKJIQIHICTb, OJIU3BKY 110 KJIacMYHOTO (inbTpa Kamvmana, oCKUIBKY epeBipKa aJIbTEPHATHBHUX MOJIENICH BUKOHYEThCS
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JHIIEe y MOMI€BMX TOYKax. Taka BIACTUBICTH POOWTH METOJ MPHIATHUM U peaii3amii B pecypcHO 0OMeKeHUX
Kibepdi3nyHuX cucTeMax i 3abe3neuye AeTepMiHOBaHI YacOBI XapaKTEPUCTHKH. Y KOHTEKCTI KibepOe3neku miaxin
pealtizye MOJICIbHO-0Pi€HTOBAHHI KOHTPOIb IUTICHOCTI TEIEMETPIl, 0 J03BOJIsE S(h)eKTUBHO BUSABISATH MPUXOBAHI
CEHCOPHI aTaky Ta MiJBHIIYBAaTH KiOEPCTIHKICTh CHCTEM PEAJIbHOTO Yacy.

MiaroroBka npororumy

Jnis excriepuMeHTaNIbHOT MepeBIPKU 3aIIPOIIOHOBAHOTO METOAY OYJI0 PO3po0IICHO MPOrpaMHUI MPOTOTHIL,
IHTETPOBaHUH y CEepeloBHINE omepaniifHoi cucremMu peanpHOTO 4dacy FreeRTOS. fx amapatHy mmatdopmy
BukopucTano Mikpokontpoiep STM32F407G-DISC1 na 6a3i simpa ARM Cortex-M4, mio 3a0e3nedye qeTepMiHOBaHE
BUKOHAHHS 337124 1 Bi/IOBiJa€ THIIOBAM yMOBaM (YHKIIOHYBaHHS BOYTOBaHUX KiOep(PI3MIHNX CHCTEM. APXITEKTypa
MIPOTOTHITY TIependadae peatizariro MoangikoBaHoro ¢inbTpa Kaamana y BUTTISAI OKPEMOTO MPOTPaMHOTO MOIYIIA,
KA BUKOHYETBHCS K IepioauyHa 3a1a4a 3 (ikCOBaHUM MPiOPUTETOM. Y TPOIIECi HiATOTOBKH MPOTOTHUITY BUKOHAHO
MoIu}IKaIilo CTAHIAPTHOTO LHUKIY OOpPOOKH CEHCOPHHX MaHMX NUIAXOM MOJaBaHHSA OJOKY IMOMIEBOTO aHANTI3Y
IHHOBaLlid 1 JIOTIKM aJanTUBHOTO NepeMUKaHHs pekuMiB. CEHCOpHI BHMIpIOBaHHA HAJXOISTh JIO MOAYJS
OLIIHIOBaHH: Yepe3 Oy(epusoBaHuii iHTEpdeiic, 0 T03BOJISE IMITYBATH SIK HOPMaJlbHi YMOBHU (DyHKLIIOHYBaHHSI, TaK
i cueHapii aTak migpoOKku TeneMeTpii. s BiATBOpEHHs 3TI0BMUCHUX BIUIMBIB peai3oBaHO MPOTPaMHUNA 1HXEKTOP,
AKAH (QopMye aIUTHUBHI BUKPHBIICHHS BUMIPIOBaHb BIANOBIAHO 10 3aAaHMX mpodiniB arak. OcoOmuBy yBary
NPUIICHO ONTHMI3alii 00UYHCIIIOBAILHUX BUTPAT i BUKOPUCTAHHIO CTATUYHOI aM’sITi, 110 Bianoigae Bumoram OC
peanpHOro yacy. Yci mapaMeTpu Moieliei, koBapialii yMiB i TOPOrOBi 3HAYCHHS BU3HAYAIUCS 10 3aITyCKYy CUCTEMH,
o 3a0e3NeYmIo JeTepMiHOBaHICTh BUKOHAHHS alroputMy. Taka opraHizallis HPOTOTHITY IO3BOJHIA IPOBECTH
KOPEKTHY eKCIICPUMCHTANbHY OLIHKY ©(EeKTUBHOCTI METONY B YMOBaX, HAONMKCHHX A0 PEATbHUX CLEHapiiB
eKCIuTyaTarii Kibeppi3HIHUX CUCTEM.

IIpoBeaeHHs1 eKcniepUMMEHTIB i OPiBHAHHSA e()eKTUBHOCTI

ExcriepuMeHTanbHI  JOCTIKCHHS OYyJI0 TMPOBEACHO 3 METOK KUIBKICHOT OIHKH e(eKTHBHOCTI
3aIIpOIIOHOBAHOTO METO/1y BUSIBJICHHS aTaK Ha CEHCOPH Ta MiAPOOKHU TeseMeTpii B Kioeppi3nuHUX CHCTEMaX, 8 TAKOXK
Horo mopiBHIHHS 3 0a30BUMH MOJICIIbHO-OPIEHTOBAHUMHU IM1X0AaMu. BUNIPoOyBaHHs BUKOHYBAJIKCS Ha MIPOIPaAMHO-
anapatHoMy nportotumi mij kepyBaHHsM FreeRTOS na mikpokonTponepniii mnatpopmi ARM Cortex-M4 i3
TaKTOBOI yacToTor 168 MI'n. [epioa nuckperusarii cCeHCOPHUX AaHMX cTaHOBUB 10 Mc. Y Mekax eKCIIepUMEHTIB
OyJ10 peasi3oBaHo JIEriTUMHI pesKUMHI Mepexoau 00’ €KTa KepyBaHHS 1 ATAKN HA CEHCOPH, 1110 BKITIOYAJIH 1H’ €KIIi0
XHOHUX JaHUX, TIOCTYNOBY (hanmbcudikaiiro TereMeTpil Ta IpUXOBaHi CIOTBOPEHHS BUMiPIOBAHb.

Jist mopiBHSHHS OYJIO BUKOPHCTAHO TaKi QiIbTpH:

— xracnaHu# QimeTp KanMana 3 moporoBuM aHaji3oM iHHOBAILIH;

— amantuBHAHN QineTp KanMaHa 3i 3MiHOIO KoBapiallii BEMipIOBAJIEHOTO IIIYMY;

— 3aIPOTIOHOBAHUI MOIEBO-aTaITHBHAN METOl, KoMOiHOBaHMA (inbTp Kammana;

— Hoo dhinbTp;

— ETKF (ancamb6neBuii dinsrpis Kanmana).

ITix yac 3anmycKy eKCliepUMEHTY KOXKeH IIMKJI HaBiraiiHoi 3a1a4i popMyBaB IIOBHUI BEKTOP OLIIHOK, TPOTE
B JKypHaJ 3allCyBaJMCsl JIMIIE KOXHI COTI pe3yibraTH. Take 3MEHIIEHHS 4acTOTH JIOTYBaHHS HE BIUIMBAE Ha
perpe3eHTaTHBHICTh, CTPHOKU BHCOTH Ha IT’SITh METPIB 1 pa3oBi iMmysnbeHi ataku +£300-500 M 3anuimaroThes 100pe
MOMITHIMH HaBiTh 3a auckperusamii | ', a mpu 1ipoMy po3mip ¢aiiiiB i Bi3yanbHa YHTA0ETBHICTE KPUBUX 3HAYHO
MOMIMIIYIOThCSL. Brucoka BHyTpilHsS yactora 3a0e3nedye KOpeKTHy poOoTy QUIBTPIB y pealbHOMY 4aci, TOAl K pa3
Ha CeKyH[y 30epeXeHHX JIaHUX JOCTaTHBO JUIsl el aHaiizy i myOunikaunii. Ha puc. 2 nmokasaHo rpagiuHo, a Ha puc.3
— TabimyHO TUMOBMH mnpukian QineTpiB y curyarmii, konu Ha 20-i cekyHai 1 Ha 38-i cexyHni BinOyBaeTbCs
3arutaHoBaHe 3HIDKeHHS! BUcoTH BI1JIA, 3akoHHMIA cTpuOOK piBHA (TIepexia Ha HOBUE pexxum). Ilicis nmepexoniB Ha
HOBHUI peXuM (QUITPH KOKHMH 1O CBOEMY MiUIAIITOBYIOTHCS J0 HOBOT'O PIiBHS — MOBUIBHO BUXOJSIYM Ha PiBEHB,
HAKOMUYYI04YH MOXHOKY, KpuBi kimacuaHoro K@ i1 KK® pyxaroTecs oqHaKOBO

DinbTpwm 3rnagKyBaHHA 3 bBaHkom Mmoaenen
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Ta6mums. 1
IlopiBHSIHHSA NOBeIIHKH (QUILTPIB NPH pPe;KUMHUX 3MiHAX
Xuoni
Meton CNpanOBaHHs C.e PEAHBO-KBA/PATHHHE HaanTasens Onuc HaBaHTAKeHHSI
Binxunenusi(m) CPU (%)
(3a 1 xB)
Knacuunuii  ¢iastp 9 0.75 3 IocriitHe OHOBNECHHS, ajie POPMYITH MIPOCTI.
Kanmana ’
ajanTuBHuii GiabTp 0 1.04 -6 IocriitHo 3minoe 3minioe Q/R, mocriiiHi
Kaimana ’ oOuncneHHs HaBaHTaXyl0Th CPU
Komo6inoBanmii 3uminroe Q/R, omiHIOE HEB’S3KY, IEPEMHKAE
dinbTp Kanmana | 0 0,75 ~3.5 MozeIi — TpoxH cKiIaaHimre 3a npoctiii PK
(mponoHoBaHMii)
Hoo ditbTp 9 1.46 -3 MiHiMaKc-ONTHMI3aLlisl, CKIaJHa MaTpUYHA
ayre6pa KOXKHOTO KPOKY.
ETKF 10 0.55 - OHOBJICHHS JIHIIIE NIPH [ePEeBHUIICHHI TOPOTY,
CKOHOMisL.

JJis KiTbKiCHOTO MOPIBHAHHSA €(DEKTUBHOCTI METO/IIB OIIIHFOBAaHHS CTaHy OYJIO BUKOPHCTAHO iHTErpalbHUI
MOKa3HUK, SKUH y3arajbHIOE TPH KJIIOUOBI KPHUTEPii: TOYHICTh OLIHIOBaHHS, OOYMCIIIOBAaIbHE HABAaHTAXKEHHS Ta
4acTOTy XHOHMX chpaiufoBaHb. [lepen OOYMCIEHHSAM IHTErpajbHOrO IOKa3HMKa BCI YacTKOBI Kputepii Oyno
HOPMaJTi30BaHoO, 110 J03BOJIMIIO 3a0€3MIEUUTH 1X MOPIBHIOBAHICTh. 32 YMOBH PIBHO3HAYHOI Bard KPUTEPiiB BUZHAUCHO
IHTErpaJibHy OILIIHKY €()eKTUBHOCTI KOKHOTO 3 PO3IJISIHYTUX METO/IIB.

Ins  xombinoBanoro  ¢imeTpa  Kammana — cepennbokBaigpatuuHa — moxuOka:  Ecygp = );m“" =
KK
T22=1.9466666666666668. Cepenmie snauenns mpottecopa (%): Ecpy = 3™ = 7= 2.2857142857142856. XuGni
Xmax _ 0 . ot
coparioBanas (%): Eg, = Y. = 7 - JUWICHHA HA HyTb HEMOXJIMBE, TOJ pobuM MakcuMmanbHe 3HadeHHA = 10
KK}

Inrerpanpuuii nokasuuk: I = wWepyEcpy + WeknEckn + WerEgr, 1€ Wepy + Wekn + Wgp = 1. [l piBHO3HauHOT
BaXJIMBOCTI 0EpeMO  Wepy = Wegp = Wgp = § I = §(1.9466666666666667 + 2.2857142857142856 + 10) =
4.744126984126984 ~ 4.74.

Xmax

Jdus  KJIaCUYHOTO ¢imerpa  Kanmmana — cepenHpokBagpaTwyHa — moxuOKa: Ecyp = . =
KK
146 Xmax — g = 2.6666666666666667. XuoHi

R=1.9466666666666667. Cepenne 3HaueHHs npouecopa (%): Eqpy = "
. KK

crparroBanss (%): Eg, = );m“" = % = 1.1111111111111112. Inrerpanbuuii mokasuuk: I = Wepy Ecpy + WeknEckn
KK
+ Wg Egyr, I€ Wepy + Wegn + Wgpr = 1. [l piBHO3HAYHOT BaXKITMBOCTI OEpeMO Wepy = Wekn = Wgp = § I =
g(ECPU + Ecxn + Egr) = §(1.9466666666666676 + 2.6666666666666667 + 1.1111111111111111) = 1,91
. Xmax 1.46
Jnsa  agantuBHOro ¢imeTpa Kanmana cepenHpokBajgpaTHyHa moxuOka: Egxp = p” = Tu
KK B
1.4038461538461537. Cepenne 3mHauenus uponecopa (%): Ecpy = f{m“" = g = 1.3333333333333333. XuOwui
KK

X 0 . .
= Xm“" = 1y - AUICHHS Ha HyJIb HEMOXJIMBE, TOA poOKuM MakcuMalibHe 3HadeHHs = 10.
KK

Inrerpanbuuii nokasHuk: I = wWepyEcpy + WeknEckn + WerEgr, 1€ Wepy + Wegn + Wg = 1. [ piBHO3HaYHOL
BAXUIMBOCTI  OEPEMO  Wepy = Wegn = Wgy = % I = %(ECPU + Ecpy + Egy) = %(1.4038461538461537 +
1.3333333333333333 + 10) = 4.245726495726496 ~ 4.26

copamtoBadus (%): Eg,

Jlns Hoo inbTpa cepenHboKkBaapaTHdHa moxuoka: Ecyp = );m“x = % = 1. Cepenne 3Ha4€HHs MPOLECOPA
KK B
(%): Ecpy = ’)‘(m“" = g = 1. Xu6bui crpawosanns (%): Ep, = ’;'"‘” = ? = LIT11111111111112. Tarerpanshuii
KKk KK}

nokasHuk: I = wepyEcpy + WCKHECKH1+ Wg,-Egp, zlle Wepy + Wekn + Wer =11. Jns piBHO3HAYHOT BaXKITMBOCTI
Gepemo Wepy = Wi = Wer = 5. I =2 (Ecpy + Eckn + Bg) =5 (1+ 1 + LILTIITIII112) =
3.111111111111112 = 3.11

Jns ETKF dinsTpa cepeanbokBagparuuna moxuoka: Ecygy = );m“x = % =2.6545454545454543. Cepenne

KK -
3HadeHHs nporecopa (%): Ecpy = );m“x = 2 = 4. Xubwui cruparroBauus (%): Eg, = % = % = 1. IarerpambHuii
KK KK

nokasHuk: I = wepyEcpy + WCKHECKF[1+ Wg,-Egy, zlle Wepy + Wekn + Wiy =1 1. Jlna piBHO3HAYHOI BaXKJIIMBOCTI
Gepemo Wepy = Wen = Wy = = I =2 (Ecpy + Ecin + Egr) = (4 +2.6545454545454543 + 1) =

2.5515151515151513 = 2.55
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OTxe HaWOIMBIINI 1HTETPATFHIHA NMOKAa3HUK e(eKTUBHOCTI y KoMOiHOBaHOTO (himbTpa Kammana [ = 4.74.
Le 3HaYeHHs CBIQUUTH PO 30anaHCcOBaHE MOEJHAHHS BUCOKOI CTIMKOCTI O aHOMaiH 1 anbcudikariiii Tenemerpii,
NPUIHATHOI TOYHOCTI OLIHIOBaHHS CTaHy Ta MOMIPHUX OOYHMCIIOBaJbHUX BuTpar. OTpuMaHuil pe3yibTar
HIiATBEP/KYE, 10 METOJ € NMPUAATHUM JJISi BUKOPHCTaHHS B ONEPALiifHUX CHCTEMax peajbHOro 4acy IpH poOoTi 3
MOTEHIII{HO 3KOMIIPOMETOBAaHMMHU IM(PPOBUMHU cuUTHanamu. J[nsg mopiBHSHHA, KinacuyHud ¢ineTp Kanmana
MPOJIEMOHCTPYBaB IHTETpAJIbHY OLIHKY edekTHBHOCTI Ha piBHI [ = 1,91, 110 MOSICHIOETHCS HU3BKOIO CTIHKICTIO /10
MPUXOBAaHUX aTaK i 3HAYHOIO KUTBKICTIO XMOHHMX CIpAIlIOBAaHb y pa3i PSKUMHHX NEpeXodiB. ATanTUBHUHA (PiIbTp
Kanmana moxkasaB Bumuii piBeHb eexTuBHOCTI (I =~ 4,26), OmHAK MOCTYMAaBCS 3alPOIIOHOBAHOMY METOIy 3a
MOKAa3HUKAMHU CTiHKocTi Mo damscudikamii Tenemerpii. s pobactHoro Hoo-¢inbTpa iHTErpambHUIl MOKa3HHUK
craHoBuB [ = 3,11, mo BigoOpakae MiIBUILEHY CTIHKICTh 10 30ypeHb 32 PaxyHOK 301JIbLICHUX OOYUCIIIOBAIEHHX
BUTpaT 1 3HWKEHHS TOYHOCTI OIliHIOBaHHSA. Merton posmmpeHoro ancamoOueBoro ¢inerpa Kammana (ETKF)
3a0e3meunB 3HaueHHs [ = 2,55, 1eMOHCTpYIOUHM Kpally aJalTHUBHICTH HOPIBHSHO 3 KJIACHYHUM (UIBTpOM, aie
HEJIOCTAaTHIO €()eKTHBHICTh B yMOBaxX LUIECIIPSIMOBAHUX CEHCOPHHX aTak. IlicyMKoBe MOpIBHSHHS Pe3yJbTaTiB
MoKas3alo, 110 3anpornoHoBaHMi KoMOiHOBaHuH QieTp KaimaHa Mae HaiBHIIC 3HAYCHHS IHTETPAIBHOTO MOKA3HUKA
cepel yCix po3risiHyTHX MeToxiB. Lle miaTBepKye iforo nepeBary 3 TOUKH 30py AOCATHEHHS ONTHMAIBHOIO OanaHCcy
MiXX TOYHICTIO OI[iHFOBaHHS, CTIHKICTIO IO aHOMAJTiH i parbcudikariii Tenemerpii Ta 00OMeXKeHUM HaBaHTAXCHHSIM Ha
nponecop. OTpuMaHi pe3yiabTaTd OOIPYHTOBYIOTH JMOLIBHICTH 3aCTOCYBaHHS 3alpONOHOBAHOTO IiOXOAy B
OTIepaniiHIX CHCTEMaxX PeajbHOro Yacy Ta Kidep(hi3WIHHX cHcTeMax 3 IMiJBUIICHIMH BIMOTaMH IO HAIIIHOCTI Ta
00OMEXCHUMH 00YNCIFOBAIEHIMH PECYpPCaMH.

BUCHOBKH 3 JAHOT'O JOCJIIAKEHHSI
I IEPCIIEKTUBMU IIOJAJIBIINX PO3BIAOK Y JAHOMY HAIIPSMI

VY cyKkymHOCTI 3alpONOHOBaHMH MiAX1/ peallizye MporpaMHUi MeXaHi3M MOJEIBHO-OPIEHTOBAHOTO 3aXUCTY
KiOepdi3MYHUX CHCTEM Bifl aTak Ha CEHCOPHI JIaHi, 110 3/[IHCHIOIOTHCS 3JIOBMUCHUM MPOTrPaMHUM 3a0e3MeueHHsIM abo
4yepe3 KOMIIPOMETallio KaHaJliB 3B’s13Ky. Ha BiqMiHy BiJl KJIACHYHUX CHCTEM BHUSIBIICHHS BTOPIHEHb, OPIEHTOBAHHUX Ha
MepeXeBi CUTHATYpu a00 CTaTHCTHYHI BiJIXWIICHHS, METOJ 0a3yeThCsl Ha aHawi3i (hi3UUHO OOIPYHTOBAHHX MOJENei
CHUCTEMH, IO MiIBHUINYE HOTO e(eKTHBHICTH MPOTH MIJCCIPSIMOBAHUX i MAaJOMOMITHHX KOMIT IOTEPHHX aTak Y
crcTeMax peaslbHOTO Jacy.

VY cTarTi po3risHYTO MpOoOJIeMy BHSBICHHS aTaKk Ha CCHCOPH Ta MiIPOOKH TeieMeTpii B KibepdizmaHUX
cucTeMax, Mo (QYHKIIOHYIOTH IIiJl KEpYBaHHAM ONEpaLifHUX CHCTEM PEAIbHOTO 4acy, B yMOBAaX [il 3T0BMHCHOTO
MPOTPAaMHOTO 3a0e3MeUeHHs Ta LIIECTIPSIMOBAHUX KOMIT FOTEPHHUX aTak. 3alpoloOHOBAaHO MOJEIHHO-OpPiEHTOBaHUI
METOJ Ha OCHOBI Moau(ikoBaHoro (hinbTpa Kanmana 3 mojieBo-aJalTUBHAM aHAII30M IHHOBAIH 1 IEpEMUKAHHIM
PEXKHUMIB, SIKUI1 1O3BOJISIE PO3PI3HATH JIETITUMHI JUHAMIYHI 3MiHH CTaHy 00’ €KTa KepyBaHHS Ta 3JI0BMHUCHI BIUIMBU Ha
ceHCOpHI jaHi. Ha BiAMiHy BiJl KJaCHYHHX MiAXOIB, 3alPONOHOBAHUN METOJ HE IHTEPIPETYE KOXKHE BiIXHIICHHS
BUMIPIOBaHb SIK aTaKy, 110 CYTTEBO 3HWKYE KUIbKICTh XUOHHUX CIPALIOBAHb Y CUCTEMAax 3 IHTEHCUBHUMH PEXKUMHUMHU
nepexozaMu. BukopHcTaHHS MOMIEBOT JIOTIKM Ta INEPEBIPKH albTEPHATHMBHUX Mojeiel 3ale3redye cBOe€dacHe
BUSIBJICHHS IPUXOBaHHUX CEHCOPHHUX aTak 1 (anbcudikauiil Tenemerpii 63 3aCTOCYBaHHS PECYPCOEMHHX aJrOPUTMIB
MAaIIMHHOTO HaBYaHHS a00 mapanensHuX 0araToMo/eNbHIX cXxeM. ExcriepuMeHTabHi T0CHiPKeHHST Ha TPOTOTHIII 3
BukopucTaHHsiM FreeRTOS miartBepannm edexTHBHICTH METOAY B YMOBax peajbHOrO dYacy, 30epeXeHHS
CTabITbHOCTI OIIHIOBAaHHS CTaHY Ta HU3bKE JIOJATKOBE HABAaHTAXXEHHS Ha OOUMCIIOBaJIbHI pecypcH. IHTerpansHui
MOKa3HUK e()eKTUBHOCTI HalOLIbIINI y KoMOiHOBaHOTO (QinbTpa Kanmana [ = 4.74. Otpumani pe3ysbTaTi CBiI4aTh
PO JIOLUIBHICT 3aCTOCYBAHHSI 3aIIPOIIOHOBAHOTO MiIXOY SIK IPOIPaMHOT0 3acCO0Y ITiIBUILEHHS KiOepCTiKoCTI Ta
iHpopmamniiiHoi 6e3mexkn BOymoBaHUX 1 KibepdizmuHux cucteM. Iloganbimi JOCTiKEHHS AOIUIBHO CIPSAMYBAaTH Ha
PO3LIMPEHHS KJacy MoOJeNel aTak i IHTerpaimild MeToJAy 3 KOMIUIEKCHUMH CHCTEMaMHU BUSIBICHHS BTOPTHEHb Yy
peanrbHOMY Yaci.
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