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VOICE FAKE DETECTION: MODERN TECHNIQUES AND APPLICATIONS FOR
UKRAINIAN LANGUAGE

The subject matter of this article is the detection of fake voices generated by text-to-speech (TTS) synthesis and voice
conversion (VC) technologies, with a focus on their application to the Ukrainian language. The goal is to analyze modern datasets,
competitions (ASVspoof, ADD Challenge), and detection algorithms to assess the feasibility of integrating Ukrainian data into
International frameworks or developing a dedicated dataset. This approach addresses not only the shortage of Ukrainian-language
recordings in widely used repositories—many of which are limited to English or Chinese—but also the unique phonetic structures,
diverse accents, and morphological complexities inherent to Ukrainian. By comparing performance across multiple spoofing scenarios,
researchers can more accurately quantify how language-specific features influence classification accuracy, ultimately informing more
robust detection frameworks. The tasks solved in the article: to examine existing datasets and their suitability for Ukrainian, evaluate
the performance of fake voice detection systems using Equal Error Rate (EER), Weighted EER (WEER), and Detection Success Rate
(DSR), and determine the best approach—expanding ASVspoof or creating a new resource. The methods used include systematic
analysis, dataset comparison, and performance evaluation of modern synthesis systems like ElevenLabs, Assembly Al, and Tacotron.
The results show that adapting fake voice detection systems to the Ukrainian language enhances accuracy and robustness. Moreover,
targeted inclusion of different regional dialects and speaker profiles emerges as a key factor in maintaining high Detection Success
Rate (DSR) values. The findings highlight that advanced neural vocoders, which replicate fine-grained prosodic and timbral nuances,
necessitate specialized countermeasures able to discern subtle synthetic artifacts. Consequently, the study underscores the
importance of iterative dataset refinement, periodic algorithmic updates, and cross-lingual benchmarking to sustain robust
performance against evolving voice spoofing threats. Conclusions. The study confirms that integrating Ukrainian-language data into
International datasets or developing a specialized dataset significantly improves detection reliability. The scientific novelty lies in: 1)
the first systematic analysis of Ukrainian fake voice detection; 2) identification of key factors affecting detection performance; 3)
recommendations for improving dataset structures and algorithm adaptation for Ukrainian speech.

Keywords: fake voice detection, speech synthesis, voice conversion, Ukrainian language, ASVspoof, datasets, evaluation
metrics, EER, WEER, DSR.

BUHOI'PAJZIOB IBan

Jlep>kaBHUI yHIBEPCHUTET IHTENEKTYalbHIX TEXHOJIOTIHN 1 3B 3Ky

BUABJEHHSA I'OJIOCOBOI'O @EﬁKY& CYYACHI TEXHIKHA TA 3ACTOCYBAHHSI
151 YKPAIHCBKOI MOBH

[IpEAMETOM AOCTIIKEHHS CTATTi € METOAM PO3ITI3HABAHHSI IMIGPOBIIEHUX MO/I0CIB, CTBODEHMX 38 AOITOMOIO TEXHO/IOMM CUHTE3Y
mossieHHs (TTS) 1a nepersoperHs rostocy (VC), 3 aKuyeHToM Ha ix agariauiro 41 yKpaiHceKoi MoBy. MeETOor € aHasli3 CyyqacHnx Habopis
Aarnx, 3maraHb (ASVspoof, ADD Challenge) 1a anmropntmis AETEKUIT 4151 OLIIHKM MOX/MBOCTI IHTErpaLlli’ yKpaiHCbKuX MOBHUX PECYPCIB Y
MDKHEPOAHI CTaHAapTM ab0 CTBOPEHHS CITELIaIB0BaHOro0 Habopy AaHmx. Lievi riaxig cripMoBaHmii HE JMLLE Ha BUDILLEHHS pobriemu
OBMEXEHOI0 0BCAry yKpaiHOMOBHMX ayAi03arvciB y LLIMPOKO BUKOPUCTOBYBAHMX PEOSUTOPIAX (3HAYHE YaCTHHA SKVX OXOIIIOE MEPEBAKHO
aHITIIICbKY 360 KUTAUCbKY MOBM), @ Vi Ha BPAaXyBaHHS YHIKa/TbHUX (POHETUYHMX O3HAK, PIBHOMAHITHUX GKLIEHTIB | MODGO/IONYHOI CKIaAHOCTI,
TPUTaMaHHUX YKPAIHCBKIV MOBI. 3aBASKV MODIBHIHHIO €QEKTUBHOCTI CUCTEM Y DIHUX CLIEHADISX MGPOOOK AOCTIAHUKY MOXYTb TOYHILLIE
OLliHUTH, SK MOBHOCITELIMNGDIYHI YHHHVKY BIVIMBAIOTL HA TOYHICTD KIIACUGDIKALY, LYO 3DELLTON CIPUSTUME PO3DOGIIEHHIO OlfibLL HALWIHMX
MEXAHIZMIB BUSBIIEHHS QasIbLUMBUX O/IOCIB.3BAAHHSI. AOCTANTH ICHYIOY HABOPU AaHuX Ta iXHIO BIAINOBIAHICTS yKPAIHCHKIU MOB], OLiHUTH
EPEKTUBHICTL CUCTEM BUSIB/IEHHS TIAPOBIIEHMX MO/IOCIB 38 JOIMOMOrol Takux MeTpuk, sk Equal Error Rate (EER), Weighted EER (WEER) 1a
Detection Success Rate (DSR), a Takox BU3HAYUTH OITUMATIbHW MTIAXIA—pPOo3LMpeHHs ASVSpoof un po3pobka HOBOrO MOBHOIO PecypCy.
MeToam AOCTIIIKEHHS BKITHOYaIOTb CUCTEMATUYHMY aHA/T3, MOPIBHSIHHS HAO0PIB JaHUX Ta OLIHKY EQEKTUBHOCTI CyHYaCHUX CUCTEM CUHTESY
MoBrieHHS], Takux 5K ElevenLabs, Assembly Al Ta Tacotron. PesysibTatv CBiaYars, LLYO aAaITaLlis a/iropUTMIB BUSIBIIEHHS (DaslbLLMBUX FO/IOCIB
40 0COBIMBOCTEN YKPAIHCHKOI MOBY MIABAILLYE TOYHICTB Ta HaIMHICTD IXHBOI POBOTH. BUCHOBKM. JOC/IDKEHHS MATBERMIKYE, YO IHTErpaLlis
VYKDAIHCHKMX MOBHUX A@HUX Y MDKHEPOAHI HA60pM abo CTBOPEHHS OKPEMOIO CrieLlia/Ii30BaHoro pecypcy CyTTEBO MOKPALLYE SKICTb AETEKL.
KpiM TOro, LIInIecripsIMOBaHE 3a/1yHEHHST PIBHNX DEMTOHAIIbHNX AIaNIEKTIB | MOB/IEHHEBUX MPOQINB BUSBIISETLCS BUPILLIAIEHIM YUHHIKOM /151
36EDEKEHHS BUCOKMX 3Ha4YeHb rokasHuka Detection Success Rate (DSR). PesysibTat JOCTIIKEHHS BKa3yOTh, YO TEPELOBI HEUPOHHI
BOKQAEDM, 5IKI BIATBOPIOKOTE TOHKI IPOCOANYHI ¥ TEMOPOBI HIOaHCH, MOTPEBYIOT CIIELIa/NZ0BaHX KOHTP3aX04IB, 34aTHHUX PO3IT3HABaTH JIELL
TIOMITHI CUHTETUYHI apTeaKT. SK HaCILOK, v i poBOTI MGKPECTIOETECA BaXIMBICTb 6araToeTarHoro BAOCKOHA/IEHHS] HAbopIB JaHuX,
1EPIOANYHUX OHOB/IEHD /IMOPUTMIB | MDKMOBHOIO 6EHYMEDKIHIY /151 MTIATDUMAHHS HAAIMHOI €QEeKTUBHOCTI 3a yMOBY 1051BY HOBUX 3aIPD03
CryQiHry rosiocy. HaykoBa HOBU3HA OTPUMAHMX PE3Y/IbTATIB IO/ISIAE Y HACTYITHOMY: 1) MPOBEAEHO NEDLIMA CUCTEMHM aHasli3 METOLIB
BUSIBJIEHHS] ITPOOTIEHNX TO/I0CIB [V151 YKPAIHCHKOI MOBYM, 2) BUSHAYEHO KITHOHOBI (DaKTODH, LUO BII/IMBAIOTL Ha €QPEKTUBHICTL PO3ITBHABAHHS
rosiocosux @anscugikaivi; 3) po3pob/IeHO PEKOMEHAAUIT LOAO MOKDALYEHHS CTDYKTYpU HabopiB AaHux Ta agantauii a/roputmiB 4is
VKPEIHCHKOrO MOBJIEHHS].

KImo4oBi C/10Ba.: BUSIBIEHHS MiAPOBIEHNX M0/10CIB, CUHTE3 MOBJIEHHS], EPETBOPEHHS IO/I0CY, YKpaiHChbka MoBa, ASVspoof,
Habopm faHnx, oUiHoBasIbHI MeTpuky, EER, WEER, DSR.
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1. INTRODUCTION
In recent years, text-to-speech (TTS) and voice conversion (VVC) technologies powered by deep learning have
significantly improved [1]. These technologies can generate human-like speech that is difficult to distinguish from
real audio. OpenAl recently introduced a neural network [2] capable of cloning a voice from a 15-second recording,
but due to security concerns, its public release was delayed.

1.1. Motivation

The growing availability of advanced synthesis tools has led to an increase in security threats, including voice
spoofing and deepfake fraud. Competitions [3] demonstrate that in 2018, the best systems achieved an average
naturalness score of 4.1, with 80% of samples closely matching speaker identity. By 2023, deepfake voices had
reached near-human naturalness, though imperfections remained in complex tasks. According to Sumsub’s identity
verification platform [4], deepfake-related fraud in the financial sector surged by 700% in 2023 compared to 2022,
with the first quarter alone surpassing the total number of incidents recorded in the previous year.

These trends highlight the urgent need for advanced fake voice detection systems. While significant progress
has been made in developing detection algorithms, most efforts focus on English and Chinese, leaving other languages,
including Ukrainian, underrepresented in research. Given the increasing digitalization in Ukraine addressing this gap
is crucial for cybersecurity and speech authentication systems.

1.2. State of the art

In International competitions such as ASVspoof and ADD Challenge [3] have accelerated the development of voice
anti-spoofing methods. However, Ukrainian-language voice spoofing remains largely unexplored. Existing datasets
predominantly cover English, requiring either adaptation or expansion to accommodate Ukrainian phonetic characteristics.

Fake voice detection performance is typically assessed using Equal Error Rate (EER), Weighted EER
(WEER), and Detection Success Rate (DSR), which serve as key benchmarks in evaluating algorithm effectiveness.
However, the absence of standardized Ukrainian-language datasets limits the applicability of current approaches and
hinders model optimization for local contexts.

1.3. Objectives and tasks

This study examines modern methods for detecting fake voices, evaluates the feasibility of integrating
Ukrainian-language data into international frameworks, and explores the development of a dedicated Ukrainian
dataset. The research applies comparative analysis of existing datasets, performance evaluation of detection models,
and experimental adaptation of TTS/VC synthesis systems such as ElevenLabs, Assembly Al, and Tacotron.

The object of this research is the detection and prevention of fake voices generated using TTS and VC
technologies.

The subject of the research is the adaptation and optimization of detection models to improve accuracy for
the Ukrainian language.

The purpose of this research is to enhance the effectiveness of fake voice detection systems by
incorporating Ukrainian data, identifying key challenges, and proposing solutions for dataset development and
algorithm adaptation.

Paper structure. Section 1 reviews existing fake voice detection methods and global benchmarks. Section 2
examines Ukrainian-language datasets and evaluates their suitability for voice spoofing research. Section 3 presents
experimental results using standard performance metrics. Section 4 discusses practical implications and challenges in
adapting detection systems for Ukrainian. The paper concludes with key findings and recommendations for future
research.

2. CURRENT RESEARCH ANALYSIS

Several recent works [1, 5, 8] emphasize that the problem of detecting fake voices (voice fakes) generated
using speech synthesis (TTS) and voice conversion (VC) technologies is rapidly gaining relevance. This is primarily
due to the rapid development of neural networks, which allow achieving high quality of the speech signal and realistic
imitation of the voice of a particular person. Works [2, 3] emphasize that the level of naturalness of synthesized speech
has almost approached human, and this creates additional challenges for speaker authentication and fraud protection.

Considerable attention is focused on improving specialized datasets and methods for their evaluation. Studies
[5, 6] present the results of competitions (ASVspoof, ADD Challenge), where various attack scenarios (TTS, VC,
replay attacks, etc.) are proposed, which complicates the task of recognizing fakes. At the same time, works [8, 9]
consider new approaches to building multilingual corpora that include proper nouns, dialect features, and emotionally
colored vocabulary. According to these studies, adding fragments of the Ukrainian language to international datasets
(for example, within ASVspoof) or creating a separate specialized Ukrainian corpus contributes to a more precise
tuning of voice spoofing detection algorithms.

According to the authors [4, 7], one of the decisive factors is the development of extended performance
indicators, in particular Weighted EER (WEER) and Pairwise Cross-Model EER. They more fully take into account
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the multitasking and the ability of the algorithm to generalize to unknown types of attacks. Also, studies [1, 3] draw
attention to the use of machine learning methods (for example, deep convolutional and recurrent neural networks),
which allow analysing large volumes of speech data and better detecting specific features of synthesized or converted
speech. It is important to emphasize that the inclusion of various attack scenarios in the model (TTS with different
architectures, VC with different voice characteristics, etc.) increases the system's resistance to new threats.

Thus, modern research indicates the high efficiency of a comprehensive approach: the development of
multilingual datasets, the use of extended evaluation indicators (EER, WEER, DSR, Pairwise Cross-Model EER) and
the adaptation of algorithms to specific language features. In the context of the Ukrainian language, the development
or expansion of corpora taking into account the unique phonetic characteristics and regional differences of speakers
is of particular importance. This will significantly improve the detection results and contribute to increasing the level
of protection of information systems where voice authentication is used.

3. REVIEW OF MODERN FAKE VOICE DETECTION METHODS
3.1. Classification of voice fake types

The field of audio deepfake detection is rapidly evolving due to advances in deepfake technologies, the
increasing number of competitions, the emergence of new datasets, improved evaluation metrics, and enhanced
detection methods. These developments enable researchers and specialists to more accurately identify fake audio,
which is particularly relevant in the areas of security, financial services, and data protection.

There are several types of voice fake, including text-based speech synthesis, voice alteration to mimic another
person, and voice cloning based on a short audio sample. These technologies allow for the creation of synthetic speech
as well as the modification or copying of voices, providing a high degree of realism. Table 1 presents these types.

Classification of voice fake types

Table 1

Type Description Main characteristics
Text-to-Speech Synthesizing voice from text using machine | The voice and intonation can be artificially generated but sound
Synthesis (TTS)[6] learning models. natural. The speaker’s identity is faked.
Voice Conversion | Replacing one person’s voice with another | Timbre and intonation are altered to imitate a specific person’s
(VO)[7] while retaining the speech content. voice. The speaker’s identity is faked.

Emotion Fake

unchanged.

Altering the emotional tone of speech while
keeping the content and speaker identity

The speaker’s emotions are modified (e.g., from sadness to joy)
while maintaining the same content and voice.

Scene Fake

Changing the background environment or
scene while keeping the speech content and
voice unchanged.

Background acoustics are altered (e.g., adding echo or noise) to
simulate a different location, preserving the same voice.

3.2. Voice fake competition

Over the past few years, a number of competitions have played a key role in accelerating the development of
audio deepfake detection technologies. Table 2 presents [8] the characteristics and baseline models of these
representative competitions.

Table 2

Comparative analysis of the parameters of the ASVspoof, ADD, DFDC, VCC, and ComParE competitions

Parameter ADD 2023 ASVspoof 2021 DFDC VCC ComParE

Year 2023 2021 2020 2023 2023
Language multli:_l?r?gglusarl]f data English English Multlllr&ggl (voice Task-dependent
Audio deepfakes, Audio deepfakes, Video and audio . . Various, including
Fake type . - . Voice conversion .
voice fakes voice spoofing deepfakes fakes, emotions
. Complex, ASV systems Deepfake detection Voice - .
Conditions multipleprounds prote)étion P in video transformation Paralinguistic analysis
Format Muln-r(_)gnd Competition Competition Competition Competition
competition
Audio frequency 16-24 kHz 16 kHz 16 kHz 24 kHz 810 16 kHz
Genuine utterances 14,907 222,617 Task-dependent Task-dependent Task-dependent
Fake utterances 95,383 589,212 Task-dependent Task-dependent Task-dependent
Real speakers >500 48 Task-dependent Task-dependent Task-dependent
Fake speakers >500 48 Task-dependent Task-dependent Task-dependent
Availability L'm.m?d to Participant access Oper_1 to  general Participant access Participant access
participants public

Protection Neural networks, | Specialized ASV | Neural network | Various voice | Machine learning
technologies ML models models conversion models methods
N““?t?er of | More than 30 More than 15 teams Over . 2,000 Over 20 teams Over 30 teams
participants teams participants
Evaluation metrics EER, WEER EER ,F’-Q\ecgzlrlacy, Precision, g:‘)r:iclzritynaturalness, 2223'5, Precision,
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3.3. Datasets and their characteristics
For successful detection of fake voice, high-quality and diverse datasets are required, including various types
of fake recordings and recording conditions. Several specialized datasets have been created in this research field to
evaluate the effectiveness of detection algorithms. Table 3 presents the main characteristics of these datasets.

Table 3

Overview of Datasets Used for Voice Fake Detection

Dataset name Year Language Types of fake voice Size Purpose and features
Speech synthesis, ~200000 Designed for anti-spoofing tasks in
ASVspoof 2015-2024 English voice conversion, e automatic  verification.  Includes
recordings -
replay diverse fake types.
Contains fake recordings generated by
WaveFake 2021 English Speech synthesis 200 hours modern TTS models. Focuses on
complex synthesized audio.
Includes TTS-generated recordings.
FoR (Fake or Real) 2020 English Speech synthesis 150 hours Intended  for  testing  detector
robustness against TTS attacks.
- - Recordings from open  sources,
In-the-Wild 2022 English ;1?;252’% real - audio rlégg?d:n s including social media. Tests detection
4 in real-world conditions.

Most existing datasets are aimed at detecting entirely fake voices and are limited to a single language (most

often English).

There are only a limited number of specialized datasets available for developing models to detect fake audio
in the Ukrainian language. However, some existing datasets designed for speech synthesis or recognition tasks can be

adapted for this purpose, table 4.

Table 4
Ukrainian Datasets for Fake Voice Detection and Adaptation
Dataset name Year Purpose Size Description and features
30 hours of A dataset for creating and testing TTS
Ukrainian TTS Datasets 2021 Speech synthesis (TTS) audio models. Includes speech recordings with
transcriptions.
. An open dataset from Mozilla with
Common Voice (Ukrainian) 2022 Speech recognition | 122 hours  of Ukrainian audio. Suitable for creating
(STT) verified data L
fake audio using TTS.
-, A Wikimedia project with Ukrainian
Lingua Libre (Ukrainian) 2020 (Sspi%h recognition it?:jrio hours  of speech. Contains various types of
recordings that are usable for TTS/STT.

- S - A multilingual dataset for training speech
'(\:/lljll_tél)' ngual LibriSpeech 2020 (Ssp.??l.c)h recognition ?J(:(rai:g;iu digf recognition systems. The Ukrainian

portion contains audiobooks.

. - Includes Ukrainian speech recordings
Ukralmgr_] Speech 2021 Speech recognition 200. hours  of with transcriptions, collected for speech
Recognition Dataset (STT) audio o

recognition tasks.

To develop a high-quality voice fake detection model for the Ukrainian language, a premium dataset that

accounts for phonetic nuances and linguistic specificity is essential. Creating such a dataset is a complex and

challenging task.

One approach is to utilize existing Ukrainian-language datasets, such as Common Voice, Lingua Libre, and
Ukrainian TTS Datasets, supplemented with generated fakes. This can be done using the services and libraries listed

in Table 5.

3.4. Evaluating metrics

One approach is to utilize existing Ukrainian-language datasets, such as Common Voice, Lingua Libre, and
Ukrainian TTS Datasets, supplemented with generated fakes. This can be done using the services and libraries listed

in Table 5.
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Table 5

Tools and Platforms for Generating Synthetic and Fake Audio
Ukrainian language

Service name Type Features
support
Google Text-to-Speech API Speech synthesis (TTS) Yes ngh-qgallty . spee_ch synthesis  with
customizable intonation and accents.
Microsoft Azure Speech Speech synthesis (TTS) Yes Multilingual - support; flexible style and

speech rate customization.
Precise voice generation with emotional tone

Voice generation and

ElevenLabs - Partial (depends on data) L
cloning customization.

Resemble Al Voice  generation and Partial Custom voice creation, API integration
cloning support.

Tacotron + WaveNet Speech synthesis (TTS) Yes (during training) An open library for custom speech synthesis,

suitable for Ukrainian.

The Equal Error Rate [20] metric is widely applied to measure classifier performance. It represents the
percentage of errors where the proportion of false positives (Pfa) equals the proportion of false negatives (Pmiss). It
is calculated as follows:

#{forged recordings exceeding the threshold 6}

Pfa(@) = #{total number of forged recordings} (1)
Pmiss (9) — #{genuine recordings not exce:‘eding the t.hreshold 0} (2)
#{total number of genuine recordings}
EER corresponds to the value where:
Pfa(6ger) = Pmiss(Oggr) 3)

This is an extension of the EER [22] metric for multi-round evaluations. The final result is computed as a
weighted sum of errors from different rounds:

WEER = a'EERR1 + ﬁ 'EERRZ (4)

Detection Success Rate (DSR). This metric is used to evaluate the success of classifying synthesized audio.
DSR measures the proportion of correctly classified attack data relative to the total number of attacks. The metric is
useful in scenarios requiring an assessment of a model’s specific vulnerabilities[22].

Pairwise Cross-Model EER. This metric assesses a model’s ability to generalize across different domains
(e.g., datasets with various speech synthesizers). It measures EER on test sets significantly different from the training
data, revealing how well the model handles unknown types of attacks[22].

4. RESULTS AND DISCUSSION

Effective voice fake detection model development for Ukrainian requires careful analysis of data creation
and utilization strategies. Two main approaches are considered: extending the existing ASVspoof dataset by means
of including Ukrainian data or creating a new specialized dataset inspired by ASVspoof. Both approaches offer
benefits[9] and limitations, necessitating a choice based on criteria like time, resources, linguistic adaptation, and
usage flexibility.

Extending ASVspoof offers a practical and cost-effective approach, integrating Ukrainian data into an
established framework. This solution enables ready-made analysis protocols, standard metrics (EER, WEER, and
DSR), and model testing in a multilingual environment. Adding a Ukrainian subset into the existing dataset simplifies
model performance comparisons, providing a unified analytical foundation. However, this approach risks Ukrainian
data structure mismatches with ASVspoof’s requirements, potentially requiring extra resources for data alignment to
a single format.

At the same time, creating a specialized dataset offers more customization possibilities for Ukrainian
phonetic and linguistic features. This approach makes it possible to build structural flexibility, create unique attack
types, and adapt to Ukrainian realities. However, it demands significant time and resources for design, data collection,
and validation. The benefit of this approach lies in full independence from existing solutions, enabling the developing
and testing models optimized for specific tasks.

Choosing between these approaches depends on research priorities and available resources. Extending
ASVspoof is expedient for the main task of integrating Ukrainian data into global standards and evaluating models in
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a multilingual environment. Conversely, creating a new dataset is preferable when the key priority is maximum data
adaptation to the Ukrainian language and its unique traits.

5. CONCLUSIONS

This article analyzes modern methods and approaches for verifying fake voices (voice fakes), emphasizing
the need to develop solutions for the Ukrainian language. It discusses the advantages and limitations of two main
approaches: expanding the existing ASVspoof dataset and creating a new specialized resource adapted for Ukrainian
speech. A systematic review of contemporary datasets, evaluation metrics, and synthetic data generation tools, such
as ElevenLabs, Assembly Al, and Tacotron, is presented, which play a key role in creating fake audio files for testing
purposes.

The scientific novelty of this work lies in the proposed adaptation of existing dataset structures for the
Ukrainian language, an area previously unexplored. For the first time, the use of standard metrics, including EER,
WEER, and DSR, is considered in the context of the unique features of Ukrainian speech. The analysis demonstrates
that high-quality integration of Ukrainian data, whether through an extended ASVspoof dataset or the creation of a
new one, can significantly improve the effectiveness of voice fake detection models and enhance their practical
applicability in cybersecurity contexts.

Future research should focus on implementing the proposed approaches, including the creation of
experimental Ukrainian data subsets and performance testing of existing algorithms. This will not only advance the
development of voice fake detection technologies but also strengthen the security of speech data processing
systems.threats and minimize financial losses.
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